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4.1 WEB Jg%

® Vv — WS WEB IR Muk:  www.test.com , iR M T,
® TEHMIRM Y B 3 ANEILENIRS:  www.testl.com, www.test2.com,_
www.test3.com , FFETEHAH R AP T

4.2 HRAEARSS

(1) SMTP k55 %2 SC A

® 2 SMTP IR%%s: 7F Linux M5 T, fiH sendmail 8.13 YN, #EAT%01%.
GERENBEARE, MWE 24 SMTP fk%5+4s smtp.nudt.com , smtp.test.com;

® S HBAENAIK S . abc@nudt.com, xyz@nudt.com, test@test.com ;

® 1] FITLE BRI 55 a4 Lk 5 A s A A K5 abc@nudt.com, 7E PC Al il
i 447 telnet smtp.nudt.com 25 Al outlook 7] smtp.nudt.com 55 2% _F K] 7
xyz@nudt.com A& MR

o BRIk S A LRk S R IE ;. K-S abc@nudt.com , 7E PC Al il
i1y 44T telnet smtp.nudt.com 25 FI outlook 1] smtp.test.com AR 5% % i H F
test@test.com K IE M HEAF: 5

(2) SMTP k5% %2 5L A

® 2% POP3 HB{HRSS%%: 7E Linux #I5E R, X Qpopper 4.05 VA AT S 13
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IRHIEARE, W& 21 POP3 f[lk%#%F pop3.nudt.com , pop3.test.com;

® ffif] POP3 #WHBHF: 4 mlffH Ek =AWB4Fik 5 :  abc@nudt.com ,
xyz@nudt.com, test@test.com, i#HiT telnet pop3.nudt.com 110 A1 outlook M
A~ POP3 k55 & b R SCAiT ThT A3 BRI B A o
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ERG KBS L, @ GUI A, &Tﬁﬁé FE IS T 2 SR i 8 R ) i3 A T I B

® VF LAN FAEfIiE&ViIE 80 ¥ Duﬂ:ﬂ DMZ i) Web Server;

FoVF LAN J:Eﬁu%mﬁltﬂl_k 25 F1 110 ¥i 51 DMZ H1) Mail ;

FVF LAN _EAFRA[A D7 A8 ICMP #0518 DMZ R AF A u%

AV LAN _FARf[IZ 1517 Internet;

FUYF Internet b ATAA A& IE L 80 i 1) ftﬂ DMZ H1ff] Web Server;

o Internet R R AS@ET 25 A1 110 3% H7 ] DMZ 31/ Mail;

54 Internet b [T AT &8 I AT T 15 1) LANG;

{6464 Internet b [RATAR[ 13 £l i H BT A 15 /] DMZ;

® ifi4s DMZ b T & iB AL H e i 5 ] LAN il Internet. 1

B-kd b, @t GUI FUi, 4% R 122 4 51 1 ER0 NAT A7l & -

® AU LAN AR @ A JL bkt 202.198.31.200—202.198.31.254 A4S
HiJi1A] Internet R AR5

® AU Internet bR £ET TP 4 202.198.31.100, ¥4 80 Yjla] DMZ
] Web Server;

® A Internet FHMFAT @M IP v 202.198.31.101, 32y 25 A1 110 ¥
1] DMZ [ Mail Servero

5. SEIGTEI

MRIE SR EOR, AR SER AR, BAT RN AT IRIE.
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- el W=

=F

TEHIETOE:
P&y SO i 2 BTG B

| copy backup.zip vrpcfg.zip

EEBEIAEE, =4 Y.

| reboot

EREH - N, F2A Y. WNEFR.

<SW3>copy backup.zip vrpcfg.zip

Copy flash:/backup.zip to flash:/vrpcfg.zip?[Y/N]:¥Y

The file flash:/vrpcfg.zip exists. Overwrite 1t?[Y/NI:Y

Warning: The file flash:/vrpcfg.zip is a system resource file that is in use, ov
erwrite 1t7?[Y/N1:¥

100% complete.

Info: Copied file flash:/backup.zip to flash:/vrpcfg.zip...Done.

<SH3>reboot

Info: The system is now comparing the configuration, please wait................

Harning: The configuration has been modified, and it will be saved to the next s
tartup saved-configuration file flash:/vrpcfg.zip. Continue? [Y/NI1:N

Info: If want to reboot with saving diagnostic information, input ‘N’ and then e
xecute ‘reboot save diagnostic-information’.

System will reboot! Continue?[¥/N1:¥Y_

HHBFERE:

startup saved-configuration backup.zip
reboot fast
Y

HE Aok EHR E N, EHA admin@123

Press any key to get started

Please configure the login password (<8-128>)
Enter password:
Confirm password:
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