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1.1 LEHE

AW FEN A ARP DRSS, AU S S 5 SERIME 55 AN AT 55 PR 73, BAAME
F5 BRI

© LTSS RS AEE, 583 TCP/IP MRk Y ARP MG S) . %% ARP I IA 1L . JCIl3R ARP
HOZE RS . ARP (o ALDI, LI ARP R T BT R ILA-H4 58 IF LRSS ARP b
YRS
CIRATS  GTRAE S R ATIEIE S, fESERT S5 Si A0 ARP PSS BUIERN |-, ATREREPER)SE
AT 155
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2. 1P R A S b

1.2 LG ER

ARSI 1) ELAAR G AR B R R SRR

* SCIIFIATHTERS TAE : ECIIFIATT, F R T E R CIE T dftal, BEfF TCP/IP Pkt
F) AR, JiHJE ARP UM TIREFIVER . MRS, 24 MAC Hiht5 1P Mk 540 e
T 24 W] 38 3k ARP 38K 50 R 1T HUhE AT

© IR RR . HMRSIEOR, SEAL ARP PRMW I, BB BRGEE . BAKINE, i ARP
TR AR R AR S, SEIHR SRR S gt ST, K% ARP iR, MR I ARP IR, 3K
BHPRZ A MAC Hihk, 403 ARP W57, AEMCEI N, $2HOFC 5 HAR IP 5 MAC Hbk
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1.3 LI E/Y

TEBCRIZR IR, ARP DR Z B T4 M 2 i s MR SE, WHEapl. i as A5
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TN ARP SR AF 28 it i e RO 2% 14 2 42 B 1 RE

AU, 20U R H BTS00 ARP MM 0 INRE, AL4E ARP K 5 0 1 A
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ARP ( HihEF#EHTEML ) J2& TCP/P PRSU% H FH T4 1P HuhkffATT i MAC btk () B2 PR, 1P
T 5 A T A PR B 2 O BB R e ( MAC ik ), 177 ARP 153 sh A HKRE 26 2 19 TP Huhik#
SRt I (AR 2 MAC Stk AT S B3 4 [R) ARS8 47 o ARP BN SE R = LA 45 & 1% ARP
TR . HEOTALEL ARP MR . BT ARP BA7 . LI SRAF BT HLH]

2.1 ARP RJ414a 4L

TE— SR JRy bk X, i TP kR T K 28R, 3 1P Mk I A BE L T
P2 AL . LUK S5 ak 5% 2 Bl ] MAC bk sE T3 AE, R, Ak as 20k H
Fr 1P HotiEA#AT A MAC Hbhik A fE & 36 5k

WARIZ AT ARP AT HARE A MAC Mtk B, B2 4% ARP IR, 1#)RIX
25 EMEA B RPA AR 1P k. ARPIERE— DN LURMIZ M) #5, Ak 21T M
#%, RAFHG B 1P sk (9B A S BEA TR N

ARP W IR At B2 1 A & BT AT I 4 HA I 25 1 CHE A0 3R . ARP IR S TR &
(1 IP HihEF1 MAC Hbctik, 1 H bR 4@ ARP i W 32 L6 A MAC Hichl o i3S
B RENgm IS M2 (1P Hbdik ) FEERS)Z (MAC Hihik ) Z[EIE 7 IERf A LTSS & .

2.2 TEIFR ARP By & AR

JElnl4iz ARP ( Gratuitous ARP ), MFRA“FE 5 ARP L H & ARP”, f&—F4piki) ARP
YEo SRR ARPIFRANE, JClHR ARP FFAJEN T AT HAR B MAC ik, M2
EBh P28 Ak 7 ARP AL, T H T BB ZE 89 IP-MAC WU SCA | AG TP Hihlk e 5

Jolnl 4 ARP 245 s 375 H 509 1P Hihib Al MAC Huhl, ASHrA 52U ARP 35 R A by
B, H AT H A EE A M H A BB ARP ZAFE PG B XFMEL T, &It
AR A& BN . B/, T LR .

* BRI ARP % MY MAC Huhksl [P Hiht & AEARShI), W) L Bh & 2 TG R
ARP,  DMEIE HI 24 HA 15 35 HR L ARP 2247

*IP PSR B TER S, A &k T R ARP SRAGINE A HAL A 5 T AR Y TP
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SIS AR ] T RS YRSV T AU, R AE S k6T iR ARP RIE A
P £ T ) BT 19 5L IP-MAC BT L 2072, kb dh s O N 2Ry s Rk 5l

Jolnldi ARP BYAE S R AN T
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ALELE A H B TP Mtk MAC Mtk , - H HbrE bt & 84 0, oA TJE[EIHR ARP
FEAREAE RN 141 MAC Huhl, T ML rh T4 #% B B ifE .
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* L ARP 30 AT 4% 3L S ARP 230, Toibt) 368 ik IE L, X4k ARP
AT LA ARP &SR . ARP Wi, B 2GR ARP,

* AT ARP #3C: 1REXT ARP #RSGHATRAT, $RECH i SCHEE B .

* KeATHOSCARM: AR ARP HRSCIA R, AR AT AR (AR A S AR | PR
BTN IPv4 | FVEM R AR R B R . AR SO A ARP e, &K%
FEZIR o

* HUHT ARP 2247 : R4l ARP #SCHME R, A HUH H O 1Y ARP Zif73 . oA il i 234t S
W) R 1P Mtk A& 3% 7 MAC HihkBRGHE SR ok, DMKk T Y 1P 2] MAC H
HEFERT

* PEERAEI I AL . RIFIZEHIAY ARP 5 SCH AN AL E T 5K

©OARECENY S ARP ISR, BT R A HAR 1P HihE 2SS A By 1P HuhEVCHD, Wi
B, WFFZEERE—1 ARP WAL, 4 ANERIEA H OB MAC Hitlt,

" OARERCE S ARP WS, A SRR N (B, SRS A N ARP A7k, JF
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"SRR R TC IR ARP, A SKERSCHIN IP-MAC BUFHESR Tk, LIBEHHE ARP
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ARP ZBAFAFA#IE TP Hidik S MAC Huhk2 Rl ABU C R. FElfE R, MRl H
22 5eA i) ARP ZRA7 LI R H AR &) MAC $idik . WSRZEAF P AEAETZ TP Huhik B30 %, &4
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R B bR TP #udik S 9 MAC Huhk

WP AE KL ARP IER G, RAEFES 2 BN PO E] ARP IR, BN ARP i
KR, X, WRASEHAR ARP IR, @ ST —E RN EL, LIRS K
Br B R4 MAC Hihk .



AL M) KR

3 SLIRINIE
3.0 XWEFSHHE

PR L5 oA

BN BXAH ThinkPad-Windows 10 22H4

EHIML Virtual Box-Windows 10 22H4
Wireshark Wireshark 4.4.0
CMake CMake 3.31.3

4 XWHR
4.1 IMEOLE
4.1.1 ERHIMEBRE

%% Windows 10 BEIUBL, FECEDHYLAELIALAY 1P Huhik, (HHAENE B ARG .
* YIHHLN R TP bkl B N 192.168.254.1/24 ;
* FEIIML IP Mk BB M 192.168.254.3/24

Internet ¥MYARA 4 (TCP/IPv4) B rernet p—
= 1 "T@IE*J-IJ T Poiem e
L @ viem e

ERETIRE, WAGRS TR P A8, SN, FEEAR Intemet (AR 4 (1CP/IPu4) Bt x
BESEERNRGESN P 28,

i}
i

=

INRFESIFILINGE, WRILEGRENSEHEIRN IP RS, TN, REBHME
ESEERIMREELN IPIRE,

O SIS 1P #54H0)
@ EETE P k) o @}L\Mﬂ;

O BshEES 1P Halik(0)

1P 3tBHik(1): 192 .168 .254 . 1 (@ {FEFETFERY IP fehk(S):
1P 1k (1):
FRIEE(U): 255.255.255. 0 Iy

192 . 168 . 254 . 3

% 3 192 . 168 .254 ., 3
e [152.168.25. 3 | 0y ]

S3EES DNS BESSii(B B35S DNS FRSREIBIEE)
@ﬁmﬂg DNS BB e5Hant(E): @ (EFRTER DNS BRESEHIH(E):
Bi% DNS BS20): .
8 s IR

[MBER e =s=—{(B] BEWV)...
[mpichatsesn = ={(N =
— =
=HaErriEEETE

B Windows Bkl
Figure 1: YJRRHL5 EIHL 1P L

Be B4 2 )5, M A2 T o i ping A2 A2 75 RENE ARSI o [RIR, ZE9 N1 I
H i Wireshark, DL€ icmp 479D, A 1P Ml 25 IE6 .
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/o TEfEH#3X VirtualBox Host-Only Network

MHEE) WEO #EV) S ) RO HFEA) SHHS) BIEY) FEWw) TEO) #EeH)
ADA® P RRERE Qen>EF I E HE

N icmp BEY - +

No. Time Source Destination Protocol  Length Info 3
- . ation. (REf
9 11.510957 192.168.254.3 192.168.254.1 ICMP 74 Echo (ping) request A C ation. {REEATERH .
16 11.511024 192.168.254.1 192.168.254.3 74 Echo (ping)
11 12.522490 192.168.254.3 192.168.254.1 74 Echo (ping)
12 12.522549 192.168.254.1 192.168.254.3 74 Echo (ping)
14 13.538244 192.168.254.3 192.168.254.1 74 Echo (ping)
15 13.538314 192.168.254.1 192.168.254.3 74 Echo (ping)
17 14.553986 192.168.254.3 192.168.254.1 74 Echo (ping)
18 14.554062 192.168.254.1 192.168.254.3 74 Echo (ping)
31 26.848306 192.168.254.1 192.168.254.3 74 Echo (ping)
32 26.848426 192.168.254.3 192.168.254.1 74 Echo (ping)
33 27.849697 192.168.254.1 192.168.254.3 74 Echo (ping)
34 27.849839 192.168.254.3 192.168.254.1 74 Echo (ping)
36 28.852237 192.168.254.1 192.168.254.3 74 Echo (ping)
37 28.852376 192.168.254.3 192.168.254.1 74 Echo (ping)
39 29.854673 192.168.254.1 192.168.254.3 74 Echo (ping)
40 29.854819 192.168.254.3 192.168.254.1 74 Echo (ping)

BY Windows PowerShell

Windows PowerShell
W42 EFA (C) Microsoft Corporation, {REBFTHNF,

T EEF S PowerShell httpns://aka ms/pscore6
(base) PS C:\Users\63579>fping 192.168.254.3

IE7E Ping 192.168.254.3 Eﬁ
EE 192.168.254. YES
> B 192.168.254.
Frame 9: 74 bytes on wire (592 bits), 74 bytes ©a 00 27 @0 @0 @3 @8 @0 27 2a be 24 @8 @@ B 192.168.254.
Ethernet II, Src: PCSSystemt 124 (@8: @0 3c d9 bf 60 00 80 01 e3 aa c@ a8 fe 03 B 192.168.254.
Internet Protocol Version 4, Src: 192.168.254.% fe @1 @8 oo 4d 44 ee o1

Internet Control Message Protocol 67 68 69 6a 6b 6¢ 6d 6e "
77 61 62 63 64 65 66 67 192.168.254.3 K

HiE:
E?<1ms TTL=128
18 <1ms TTL=128
i 7 <lms TTL=128
/8 <lms TTL=128

i i M

Figure 2: M5 E ping i@ M0

M Figure 2 A LIE R, PEEYLAI DL B AT LLEARTSA), H Wireshark JVEL B/~ 1P ik 1E
o

4.1.2 {€F CMake iz1T7INH

CMake FCEF N, FoE, FEIFR TR GRS A CMake ffifF. R, 723
HEAITEHM H 5%, TR mkdir build Air2 T H build SCPFIIFHEAGZ I, HE TR, ﬁiﬁﬁ
CMake T HA: %07 i) Makefile SCf4: cmake -G"MinGW Makefiles" .. o JRJ5 FZLT make iy
I H , BJGH xnet.exe tp S R Az H

D:\ENG4\C++\start\xnet_tiny\buildlcmake -G"MinGW Makefiles" i |
CMake Deprecation Warning at CMakelLists.txt:1 (cmake_minimum_required):
Compatibility with CMake < 3.10 will be removed from a future version of

Chiake. g Makefile
Update the VERSION argument <min> value. Or, use the <min>...<max> syntax

to tell CMake that the project requires at least <min> but has been updated
to work with policies introduced by <max> or earlier.

-- Configuring done (©.2s)
-- Generating done (©.@s)
-- Build files have been written to: D:/ENG4/C++/start/xnet_tiny/build

\ENG4\C++\start\xnet t1ny\bu11E>make o iz

D:
[ 44%] Built target xnet_app
[ 66%] Built target xnet_tiny
[18@%] Built target xnet

D:\ENG4\C++\start\xnet tlny\bull- o =17

xnet running

Figure 3: CMake &
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Hrp, MinGW J&—~ Windows R GNU Ziasy &1, mTLIFE Windows | 4w Linux Y
AIPST . cmake -G"MinGW Makefiles" .. A2 HIVE R BELE M MinGW 4145

ZI, HERCESS

4.2 ST ARP 1Y

RIS EL RSP T B Bt i LA IR B SL, SR T LA IR o i) 20 g 2% o B T DR AE L6
- 4kesz P ARP M,

4.2.1 FHXEIELEM
1E xnet_tiny.h H5E X 1P btk B DL R B 4544 «

#define XNET_IPV4_ADDR_SIZE 4 // IP i &
// IP Hiht
typedef union _xipaddr_t {
uint8 t array[XNET_IPV4_ADDR_SIZE]; [/ VUBAER XA ip

uint32_t addr;
}xipaddr_t;

7 ip Mk

EARAEA R SCT 1P Mok B S , 35 T 1P Huhk A =0 32 (2 TP Hbdik .
SRIGE L MAC il EE, DL ARP RINA S5 R .

#define XNET_MAC_ADDR_SIZE 6 // MAC MK

// ARP &I
typedef struct _xarp_entry_t {

xipaddr_t ipaddr; // ip Huiit
uint8 t macaddr[XNET_MAC_ADDR_SIZE];  // mac Hii
uint8_t state; /] R

uintl6_t tmo; [/ R

uint8_t retry_cnt;
}xarp_entry_t;

[/ HETERARE

LA IAE LT ARP RIHVEAREEHE , A4 1 1P Hihlk . MAC Stk | ARZSAL L A B[] 1 ek

FE X ARP I ) B KA -

#define XARP_CFG_ENTRY_SIZE 8

// ARP F A/N

W5 , 75 xnet_tiny.c 1, ARP 3R E SO 2Rt , I L—DRIHREH, Tl 52U 4 -

static xarp_entry_t arp_table[XARP_CFG_ENTRY_SIZE]; // ARP i

static xarp_entry_t* arp_entry;

// ARP KT g4t

10
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4.2.2 ARP R#EHL
T ORGE ARP KIIVIIAILPREL. B EFE xnet_tiny.h H13E L ARP F I A9 — VIR

#define XARP_ENTRY_FREE @ // ARP X =N
SRIGTE xnet_tiny.c e WAL BRET void xarp_init(void) :

// ARP #4g1k,
void xarp_init(void) {
for (arp_entry = arp_table;

arp_entry < XARP_CFG_ENTRY_SIZE * sizeof(xarp_entry_t) + arp_table;
arp_entry = arp_entry + sizeof(xarp_entry t))

{
arp_entry->state = XARP_ENTRY_FREE; // MhALJH 2] 7 by Lk &

)

arp_entry = arp_table;

WAL PREL void xarp_init(void) — MG, B ERHTHIE Y2 RRTHEEH5 7] ARP &1
SR, MEIRLE RS A AR AT 8 1] BRI A sk T ARP R B Je — R AG Mkt 3R
22 ARP FFPIYITA FRI00, B RITUREWIEG1E N xarp_STATE_FREE . fid)m, PRELSIFEFIITR
EHR IS —A3RI, kG HART GG fhad B v nT B A0 EHER A IR &

e, AEPPSARRIRIIR AL PR ECH AN xarp_init() -

void xnet_init (void) {
ethernet_init(); // #4 MUK
xarp_init();

}

4.2.3 ARP 3L

P& ok G5 O ARP HROCHIAHIC R, T LATE BE5EE L ARP HRSCEGH, LU B B 3
iFEPS AT

B ETE xnet_tiny.h 1 L ARP H#SCH A JLAN B o 7] LUSE Wireshark $TU0 3T R ARG 26
FEME, FHEE—mf], BRIk IREL xNET_PROTOCOL_TP - 0x0800 :

11
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24 27.779517 192.168.254.1 192.168.254.3 IcMP 74 Echo (ping) reply  id=0x@001, seq=29/7424, ttl=128 (request in 23)

25 28.706575 192.168.254.1 224.0.9.251 MDNS 81 Standard query ©x@008 PTR _ezcvs_pro._tecp.local, "QM" question

26 28.795139 192.168.254.3 192.168.254.1 IcMP 74 Echo (ping) request id=0xe@e@l, seq=30/7688, ttl=128 (reply in 27)
= e . TOESTETTY TS P UEONODEESEEOOl tt1-128 (request in 26)

28 29.710374 192.168.254.1 224.0.9.251 MDNS 81 Standard query ©x@000 PTR _ezcvs_pro._tep.lfical, "QM" question

.670053 PCSSystemtec_2a:b.. 0a:00:27:00:00:03 ARP 42 Who has 192.168.254.1? Tell 192.168.254.3
30 30.670064 ©a:00:27:00:00:03 PCSSystemtec_2a:b.. ARP 42 192.168.254.1 is at 0a:00:27:00:00:03

7 -

32 30.725082 PCSSystemtec_2a:b.. 0a:00:27:00:00:03 ARP 42 192.168.254.3 is at 08:00:27:2a:be:24

33 31.961630 192.168.254.1 224.0.90.251 MDNS 81 Standard query ©x@000 PTR _ezcvs_pro._tcp.local, "QM" question
34 32.976488 192.168.254.1 224.0.0.251 MDNS 81 Standard query @x900@ PTR _ezcvs_pro._tcp.local, "QM" question

» Frame 29: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interface \Device\NPF_{125CA6ED-9200-4CE
» Ftharnat 1T Cre. PCQSyctamtar 2a-ha-24 (OR-00-27-22-ha-24) Dst+- 0a3:00:27:00:00:03 (95:99:27:99139:3)
~ Address Resolution Protocol (request)

Hardware type: Ethernet (1)

Protocol type: IPv4 (@x0800)

Hardware size: 6

Protocol size: 4

Opcode: request (%)

Sender MAC addregs: PCSSystemtec_2a:be:24 (©8:0@:27:2a:be:24)

Sender IP addrefs: 192.168.254.3

Target MAC addffess: 0a:©0:27:00:00:03 (0a:00:27:00:00:03)

Target IP addifess: 192.168.254.1

©a 00727 60 @0 03 8 @@ 27 2a be 24 08 06 €0 el
0010 ©8 @8 06 04 90 01 B8 00 27 2a be 24 c@ a8 fe @3
©Ga 00 27 60 00 03 co a8 fe o1

Figure 4: i {9 TR AR EU T B fE
RISFRE AT
#define XARP_HW_ETHER ox1 /] FEER

#define XARP_REQUEST ox1 // Opcode: ARP ik
#define XARP_REPLY ox2 // Opcode: ARP " [ 4,

typedef enum _xnet_protocol_t {

XNET_PROTOCOL_ARP = 0x0806, // ARP X
XNET_PROTOCOL_IP = 0x0800, // IPvV4 i
XNET_PROTOCOL_ICMP = 1, // ICMP i)

}xnet_protocol t;

SR RE S ARP i SCHIEHR S5 -

typedef struct _xarp_packet_t {

uint16_t hw_type, pro_type; // AR Fath |
uint8 t hw_len, pro_len; // BEAEMAEK + hUOtHEK
uintl6é_t opcode; // 3K/ N

uint8 t sender_mac[XNET_MAC_ADDR_SIZE];
uint8 t sender_ip[XNET_IPV4_ADDR_SIZE];
uint8_t target_mac[XNET_MAC_ADDR_SIZE];

uint8_ t target_ip[XNET_IPV4_ADDR_SIZE];
}xarp_packet_t;

SR, AT E LAY union xipaddr t Z5F4, 7 xnet_tiny.h il xnet_tiny.c F15E X ARPHt Lk
% PR ZE R TP ki . 24 MAC Mtk

12
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// xnet_tiny.h
#define XNET_CFG_NETIF_IP {192, 168, 254, 2} // ARILEHEPE K IP

// xnet_tiny.c

static const xipaddr_t netif_ipaddr = XNET_CFG_NETIF_IP;
static const uint8_t ether_broadcast[] = {0xFF, OxFF, OxFF, OxFF, OxFF, OxFF};

2, L ARP ROt 4S

4.2.4 ARP L& EFEE

Tﬁéﬁg ARP Tﬁj(ivijﬁl?lé& xarp_make_request(const xipaddr_t * ipaddr) .

[
* pE A —/ ARP »r} K, »r} KM //é( T ip Hi 4k iy il 5 % E — ARP Um .
* @param ipaddr iFKE IP Huik
* @return FRER
*/

xnet_err_t xarp_make_request(const xipaddr_t * ipaddr) {
xarp_packet_t* arp_packet;
xnet_packet_t * packet = xnet _alloc for send(sizeof(xarp_packet_t));

arp_packet = (xarp_packet_t *)packet->data;

arp_packet->hw_type = swap_order16(XARP_HW_ETHER); // % & a7 {2 Al 4 LA M
arp_packet->pro_type = swap_order16(XNET_PROTOCOL_IP); // & il 7
arp_packet->hw_len = XNET_MAC_ADDR_SIZE; // X% & & {FH iK%
arp_packet->pro_len = XNET_IPV4_ADDR_SIZE; // i & thil il &)
arp_packet->opcode = swap_orderl6(XARP_REQUEST); // 2 {EAL A ARP i K
/1 EHKETT MAC Hidk

memcpy (arp_packet->sender_mac, netif _mac, XNET_MAC_ADDR_SIZE);

/] BRI KET IP ik

memcpy (arp_packet->sender_ip, netif_ipaddr.array, XNET_IPV4_ADDR_SIZE);
// B MAC ki

memset(arp_packet->target_mac, 0, XNET_MAC_ADDR_SIZE);

/] E%| EAF IP Mk

memcpy (arp_packet->target_ip, ipaddr->array, XNET_IPV4_ADDR_SIZE);

// FEIE LK K ARP iF K

return ethernet_out to(XNET_PROTOCOL_ARP, ether_broadcast, packet);

XA PREL ) FEE D RE A I Ak —A> ARP IR, DAifeRIg 2 1P Ml ( B Ry A
const xipaddr_t * ipaddr ) FUHLESIR [BIH MAC Hbohl, pRER) BAAETRIT .

L J3le— T L35 5 ARP 53540 arp_packet , JEKEF HADE BB ARP FRICEEH

2. 5% ARP RCHIBANTBL, AIEREE2ER h_type . PN pro_type . REFMHECEE

hw_len . PISUHBAEC B pro_len . $84FED opcode (X M XARP_REQUEST ) %5,

3. Gk CRVAI AR AR ) 1 MAC Hulik Fl TP HbhE3] ARP 430

4 BAr MAC Mk 7 BOE %, A B bx 1P Hbhk3] ARP 430

S.dgn, B PUK R & X ARP ERIRSC, R EIESELER CIRE ),

4.2.5 R BhEE) ARP 153K

13
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T LUK P PRI R0 46 Ak PR AR static xnet_err_t ethernet init(void) ¥R II—> ARP i
K

/**

% DLK W AAe

* @return #HLEER

*/

static xnet_err_t ethernet_init (void) {
xnet_err_t err = xnet_driver_open(netif_mac);
if (err < @) return err;

return xarp_make_request(&netif_ipaddr); // 4 3% ARP if K

XA, MPMUREIIRIES, &k E—A~ ARP iEK,
1 FH Wireshark JUELRIGHIE ARP iR 2B A X0, HoE, EHmEmH,; Hik, 8
Wireshark JV60; Foln, JAshifey .

£ *VirtualBox Host-Only Network
B REEE) ME(N) HEG) HERO) SA) SIS BIEY) FTEW) TEO)  #EsH)
AlE® nBER Re>Ed ¢ B CECNEN

Destination Protocol Length Info

.777758 11:22:33:44:55: Broadcast

11:22:33:44:55: Broadcast
PEVEN PP CR PRy PEVIP- WPy T " A - ~
.136260 192.168.254. 224.6.0.251 81 Standard| query ©x008@ PTR _ezcvs_pro._tcp.
.141876 192.168.254. 224.9.0.251 81 Standard| query ©@xee@e PTR _ezcvs_pro._tcp.
.141884 192.168.254. 224.9.0.251 81 Standard| query ©@xee@e PTR _ezcvs_pro._tcp.

4

» Frame 2: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interface \* @eee ff ff ff ff ff £ff 11 22
» Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: Broadcast (ff:ff:ff 08 60 66 e4 oo o1 11 22
~ Address Resolution Protocol (ARP Announcement) ©0 @0 60 00 eo 00 ce a8

Hardware type: Ethernet (1)

Protocol type: IPv4 (©x9860)

Hardware size: 6

Protocol size: 4

Nnrnda: raanast (1)
4

® E Fthernet (eth), 14 byte(s)

D:\ENG4\C++\start\xnet_tiny\build>xnet.exe
xnet running 2

Figure 7: JA s #Y ARP 5K
M Figure 7 F ] LIEE], ARPIERAZNT, UilSE 2 ACHEA R E,

4.2.6 ARP R 3CIEW R

ARP 7 312 Wi pR B 32 2 T g 2 AL BRI B 1 ARP AR SC, LA SC .
B ARP K | K ik ARPW W AF o B D, MR OX 2B T OR 4 S ARP R 3C 4 Wi R %L

void xarp_in(xnet_packet_t * packet) :

14
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/**
* ACHE R B ARP 4,

A

* @param packet #i A\ ARP &
*/
void xarp_in(xnet_packet_t * packet) {
/] FeREE KN AT ARP L B /K B K
if (packet->size >= sizeof(xarp_packet_t)) {
xarp_packet_t * arp_packet = (xarp_packet_t *) packet->data;
uintl6_t opcode = swap_orderil6(arp_packet->opcode);

/] B EENE, EEERA. FEAEKE. HIEA . IOk KE R
if ((swap_orderil6(arp_packet->hw_type) != XARP_HW_ETHER) ||
(arp_packet->hw_len != XNET_MAC_ADDR_SIZE) ||
(swap_orderl6(arp_packet->pro_type) != XNET_PROTOCOL_IP) ||
(arp_packet->pro_len != XNET_IPV4_ADDR_SIZE)
|| ((opcode !'= XARP_REQUEST) && (opcode != XARP_REPLY))) {

return;

}

// RAFEE R IP itk B T # ARP i KRV A,

if (!xipaddr_is_equal_buf(&netlf_lpaddr, arp_packet->target_ip)) {
return;

}

/ ARG AE AT LT
switch (swap_orderl6(arp_packet- >opcode)) {
case XARP_REQUEST: // A ARP i, % ARP ¥ Jy 7f B 37 ARP &I
xarp_make_response(arp_packet);
update_arp_entry(arp_packet->sender_ip, arp_packet->sender_mac);

break;

case XARP_REPLY: // AFE ARP Wi L, FEFHT ARP &I
update_arp_entry(arp_packet->sender_ip, arp_packet->sender_mac);
break;

PR I RE R AL PRI B ARP €0, 1 e EAT T B A BRI, A 2 B UK
U‘ﬁ SRR IR . ISR A G Ek e, GARRE Y | R | DRSS | sk
KREERRAERD . APR Wi, HERALE AL EE B A5 1P Hihik o B O ARP g SR el B4, i A )
if (Ixipaddr_is_equal_buf(&netif_ipaddr, arp_packet->target_ip)) KFIWi. fx5, MRIEERAEND

TTAbE, 435 AbHE ARP ifK A1 ARP Wi :
* ARPI#HK: &3% ARP M)/ ( xarp_make response(...) ) JFH T ARP i
( update_arp_entry(...) )'

* ARP Wi . HFEEE B ARP £,
Hrp, BN ZE xipaddr_is_equal_buf() PREUH T LA IP Mk R A AHSE, SEELUNT .

/1 WEIP MR TS

#tdefine xipaddr_is_equal_buf(addr, buf) (memcmp (
(addr)->array,
(buf),
XNET_IPV4 ADDR_SIZE
)

15
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%E, o B g L 1T PR R H R PR A PR xarp_make_response() Zill update_arp_entry() o

xarp_make_response() LI;&EEEEJ@E% iﬁ]/\g/\ARPijﬁak@ SiiBuN %@WB@/}?1HM\,
XTI ARP R, Ff Ak 2, B AT .

/**

* A R —/> ARP ¥g i

* @param arp_packet #IUKZ|H ARP & K,

* @return AR 4R

*/

xnet_err_t xarp_make response(xarp_packet_t * arp_packet) {
xarp_packet_t* response_packet;
xnet_packet_t * packet = xnet_alloc for_send(sizeof(xarp_packet_t));

response_packet = (xarp_packet_t *)packet->data;

response_packet->hw_type = swap_order16(XARP_HW_ETHER); // 7% & &8 {5 7 4 DL A

response_packet->pro_type = swap_orderl6(XNET_PROTOCOL_IP); // % & :

response_packet->hw_len = XNET_MAC_ADDR_SIZE; // % B & {FHiht K%

response_packet->pro_len = XNET_IPV4_ADDR_SIZE; // ‘“L'r—i 7

response_packet->opcode = swap_orderl6(XARP_REPLY); // 1
2 % Bl 77 MAC 3th it

memcpy (response_packet->target_mac, arp_packet->sender_mac, XNET_MAC_ADDR_SIZE);

/ B E AT IP ik

memcpy (response_packet->target_ip, arp_packet->sender_ip, XNET_IPV4_ADDR_SIZE);

/] B K TT MAC Mk

memcpy(r'esponse_packet->sender‘_mac, netif_mac, XNET_MAC_ADDR_SIZE);

/] B\ K#ET7 IP ik

memcpy (response_packet->sender_ip, netif_ipaddr.array, XNET_IPV4_ADDR_SIZE);

// IR P K% ARP o b

return ethernet_out_to(XNET_PROTOCOL_ARP, ether_broadcast, packet);

AT LA BRI RS T 1Y ARP 353K BRI xarp_make_request() AR AL, FURERAERDA[E, oAb
A XARP_REPLY , HAFEIMIE ARP i RIHSCH I, TR X4,

update_arp_entry() PR FELLIBE S B T ARP FRI1, By — g ] i ik e . B
ST .

/**

* T I ARP & I

* @param src_ip JF IP Hiit

* @param mac_addr XtV Hy mac it
*/

static void update_arp_entry(uint8 t* src_ip, uint8_t* mac_addr) {
for (arp_entry = arp_table;
arp_entry < XARP_CFG_ENTRY_SIZE * sizeof(xarp_entry_t) + arp_table;
arp_entry = arp_entry + sizeof(xarp_entry t))

// 3 ARP RTFUE© 4 ZRA R T 5 %4 2 IR IP Mk T ER ST 2 A KW
if (arp_entry->state == XARP_ENTRY_FREE ||

16
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( arp_entry->state == XARP_ENTRY_OK
&& xipaddr_is_equal_buf(&arp_entry->ipaddr, src_ip)
))

// EH ARP FRIAH #y IP Mt fn MAC Mt
memcpy (arp_entry->ipaddr.array, src_ip, XNET_IPV4_ADDR_SIZE);
memcpy (arp_entry->macaddr, mac_addr, 6);
printf("learnedg]@mac addr: \n");
for (

int i = 0;

i < sizeof(mac_addr) / sizeof(mac_addr[@]);

++1)

printf("%02X%c",
mac_addr[i],
i < sizeof(mac_addr) / sizeof(mac_addr[@]) - 1 2 ":' : "\n'
)
}
// E ARP RIURA N A K
arp_entry->state = XARP_ENTRY_OK;
/] ¥E ARP &It A8 B (]
arp_entry->tmo = XARP_CFG_ENTRY_OK_TMO;
// E ARP &I E KK HK
arp_entry->retry_cnt = XARP_CFG_MAX_RETRIES;
print_arp_table(); // 4T THHE ARP %

1% R

return; // E#H)EE E &

// R ARP KB, R LRU SRUS A ik Y R T

arp_entry = arp_table; // =& arp_entry 18 ik

xarp_entry_t* oldest_entry = NULL;

uint32_t oldest_tmo = OXFFFFFFFF;

for (arp_entry = arp_table;
arp_entry < XARP_CFG_ENTRY_SIZE * sizeof(xarp_entry_t) + arp_table;
arp_entry = arp_entry + sizeof(xarp_entry_t))

{
if (arp_entry->tmo < oldest_tmo) {
oldest_tmo = arp_entry->tmo;
oldest_entry = arp_entry;
}
}

if (oldest_entry != NULL) {
[/ EH A N ARP &I
memcpy(oldest_entry->ipaddr.array, src_ip, XNET_IPV4_ADDR_SIZE);
memcpy(oldest_entry->macaddr, mac_addr, 6);
printf("learnedg]@mac addr: \n");
for (int 1 = @; i < sizeof(mac_addr) / sizeof(mac_addr[0]); ++i){
printf("%02X%c", mac_addr[i],
i < sizeof(mac_addr) / sizeof(mac_addr[@]) - 1 2 ":' : "\n');

}

/] WE ARP RTFR AN A K

oldest_entry->state = XARP_ENTRY_OK;

// XE ARP KTy 4B i 4]

oldest_entry->tmo = XARP_CFG_ENTRY_OK_TMO;

// E ARP R I E K HK
oldest_entry->retry_cnt = XARP_CFG_MAX_RETRIES;
print_arp_table(); // 4T 523 ARP &

17
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XAPRBUIR K . B E IR T ARP I, BRI AR O -
* ARP il A =S R
* ARP REH, KA LRU Kl E 1 £

TG, PREGELE ] ARP FH TR R, KA RV b as B R 15 -5 45 /€ IR TP Mokt Do
e FAR S A EA R . A e 440k, WIEH ARP KI5 b i 1P ikl 1 MAC Mk, JFsE %
TR AR, AT R A E A ()5, SHTENSEHEM) ARP 3% ), Q2R ARP £,
MR A LRU SRR R, B2l ] ARP 3, R EER A ) e/ N R I, I 50X
FEIAY 1P Mk AT MAC Hbhb, 5 B RIURE AR, 5B A, sfafTE e
) ARP %,

FHEVRTEN R BB -

/>i<>|<
* 3T E7 ST HY ARP 3
*/
void print_arp_table() {
printf("\n----ARP Table----\n");
for (arp_entry = arp_table;
arp_entry < XARP_CFG_ENTRY_SIZE * sizeof(xarp_entry_t) + arp_table;
arp_entry = arp_entry + sizeof(xarp_entry_t))

if (arp_entry->state != XARP_ENTRY_FREE) {
printf("IP: ");
for (int i = @; i < XNET_IPVA_ADDR_SIZE; ++i) {
printf("%d%c",
arp_entry->ipaddr.array[i],
i < XNET_IPV4_ADDR_SIZE - 1 ? '.' : '\n'
)s
¥
printf("MAC: ");
for (int i = 0; i < 6; ++i) {
printf("%02X%c", arp_entry->macaddr[i], i < 5?2 ":' : "\n");
}
printf(
"State: %s\n",
arp_entry->state
arp_entry->state

)5

ARP_ENTRY_FREE ? "FREE"

== X g
== XARP_ENTRY_RESOLVING ? "RESOLVING" : "OK"

¥

}
DRAEF(M \fi====s=sssszazas \n");

i, T EAELIR R WEHE R EL P A ARP 4R SCHABE -

/**

* DLK P B4 i N A

* @param packet £ AN,
*/

18
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static void ethernet_in (xnet_packet_t * packet) {

/] EDEY K
if (packet->size <= sizeof(xether_hdr_t)) {
return;

}
VS 2S E 3 T & ENEN:PN X
xether_hdr_t* hdr = (xether_hdr_t*)packet->data;
switch (swap_orderl6(hdr->protocol)) {
case XNET_PROTOCOL_ARP:
/] BRVLAR K ARP 1}
remove_header(packet, sizeof(xether_hdr_t));
xarp_in(packet);
break;
case XNET_PROTOCOL_IP: {
break;

4

s N2

Horb | F%FF case XNET_PROTOCOL_ARP HIVRIN T XF ARP R SCHIALFE

TEYRELZ T, PR Wireshark g ixX s gn’s . B, FBLLT B T
K4
* JFJ8 Wireshark 3MAJ ;
* BITATRT
* TEREAUPL I ping ALY, LUk ARP 153K ;
* & Wireshark JUEZ5 LR FH i

[ *VirtualBox Host-Only Network
HHE) HEE AEN) G RO SR FEHS) BIEY)  BEW)
AODOAG RRRE Re>E7F IR
N arp

O #=EH)
aaam

No. Time Source Destination Protocol  Length Info

4265 555.907762  ©0a:00:27:00:00:03 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.1
4266 555.907768  ©0a:00:27:00:00:03 Broadcast ARP 42 who has 192.168.254.3? Tell 192.168.254.1 \ N 5 N
4267 555.907825  PCSSystemtec_2a:b.. 0a:00:27:00:00:03 ARP 42 192.168.254.3 is at ©8:00:27:2a:b j’_}UﬁﬂEHjARP'L@ ‘?2 ?E §Z

e:24
42 Who has 192.168.254.3? Tell 192.168.254.1
42 Who has 192.168.254.3? Tell 192.168.254.1

4370 561.123586 0a:00:27:00:00:03 PCSSystemtec_2a
4371 561.123596 0a:00:27:00:00:03 PCSSystemtec_2a:b..
4372 561.123684 . ©2:00:27:00:00:03 ARP
4489 565.296637 . Broadcast
4490 565.296661 Broadcast ARP
4491 565.296669 Broadcast ARP

192.168.254.2? Tell 192.168.254.3
254.2 is at

PCSSystemtec_2
E 155

192.168.254.3? Tell 192.168.254.1

4513 566.123439 PCSSystemtec_2a:b.. ARP !

4514 566.123449  0a: PCSSystemtec_2a:b.. ARP 42 Wiho has 192.168.254.3? Tell 192.168.254.1 . .
4515 566.123565  PCSSystemtec_2a:b.. 0a:00:27:00:00:03 ARP 42 192.168.254.3 is at 08:00:27:2a:be:24 EFA HARPIOMNIRSE
4609 569.687595 : Broadcast ARP 42 liho has 192.168.254.3? Tell 192.168.254.2

4610 569.687613 Broadcast ARP 42 Who has 192.168.254.3? Tell 192

.168.254.2

<
» Frame 4489: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interfacs eeee ff ff ff ff ff ff 08 @@ 27 2a be 24 @8 06 00 01
» Ethernet II, Src: PCSSystemtec_2a:be:24 (08:00:27:2a:be:24), Dst: Broadcast (ff:{ ©8 00 06 04 00 01 08 60 27 2a be 24 c@ a8 fe @3
~ Address Resolution Protocol (request) ©0 00 00 00 00 00 co a8 fe 02

Hardware type: Ethernet (1)

Protocol type: IPv4 (©x0800)

Hardware size: 6

Protocol size: 4

Oncada: rasuast (1)
]

® B wireshark VirtualBox Host-Only NetworkRN6LZ2.pcaf - Dis 6) Default

learned@@nac addr: &
©8:00:27:2A:BE:24:C0:A8
I AL AR 1 3 BT S IR AR RE S bR EI SN DB, AT B AN T SN 24 (), 4 RO AE e A0k BT 3 LV, £E% ks LR BT A A 1

----ARP Table---- —+ 10 £5 Windows PowerShell o ~
IP: 192.168.254.3 )_E‘_llﬂjﬁi =
MAC : 0:27:2A:BE: 24 - P

tate: OK
IP: 192.168.254.3
MAC: ©8:00:27:2A:BE:24

tate:—RESOLVING

BEERZIFEIWIMACHEIE

earned(i@ac addr:
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U\ Figure 8 P LAE S, ARP MR #HR& K, R 223 2] T LA MAC Hi
VLA 45 5 1R
4.2.7 ARP #BRE &

T, T EE L ARP R HABPIMORAS : FEbr sl | FIELEREHT ( RIC & A2 1) ARP
TR, AEE ARWCE RN ):

#define XARP_ENTRY_OK 1 // ARP K IAE AT BT
#define XARP_ENTRY_RESOLVING 2 // ARP &I IE TE FRATT
#define XARP_TIMER_PERIOD 1 // ARP R JEH, 1s R4

R T 5 SCEAT I [ A B KL

#define XARP_CFG_ENTRY_OK_TMO (10) // ARP F I Hf Hf JA]
#define XARP_CFG_ENTRY_PENDING_TMO (2) // ARP <4 8 4 Ff i Ja]
#define XARP_CFG_MAX_RETRIES 4 // ARP F4E A2 B X A K H

TE xnet_tiny.c H1, xarp_poll PRENTA T8 WK AT ARP RITALIRAS, IR MR 75 2 & A% . Bk
SCEANE .

/**
* 218 ARP R TR B AR ALY, AR A A E K
*/
void xarp_poll(void) {
// & ARP TR 2 = & A I
if (xnet_check_tmo(&arp_timer, XARP_TIMER_PERIOD)) {
for ( arp_entry = arp_table;
arp_entry < XARP_CFG_ENTRY_SIZE * sizeof(xarp_entry_t) + arp_table;
arp_entry = arp_entry + sizeof(xarp_entry_t))

switch (arp_entry->state) {
case XARP_ENTRY_RESOLVING:
// %R ARP RIFIEFEMATH, & mH T4
if (--arp_entry->tmo == 0) {
[/ R BRI T, B ARP KT
if (arp_entry->retry_cnt-- == 0) {
arp_entry->state = XARP_ENTRY_FREE;

}
else {
[/ EN#EER, % ARP i K
xarp_make_request(&arp_entry >ipaddr);
arp_entry->state = XARP_ENTRY_RESOLVING;
arp_entry->tmo = XARP_CFG_ENTRY_PENDING_TMO;
}
}
break;

case XARP_ENTRY_OK:
/] %R ARP RIBUA R, M1t
if (--arp entry->tmo == 0
HET 5 EHT K & ARP iF R

1 — kA T2 Section4.22 PR LT T,

20
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xarp_make_request(&arp_entry->ipaddr);

arp_entry->state = XARP_ENTRY_RESOLVING;

arp_entry->tmo = XARP_CFG_ENTRY_PENDING_TMO;
}

break;

ZRE BRI E IR AT ARP RIAPIRA, B4R .
L EmHA . xarp_poll() BB EWIKAT ARP RIFHPIRZ, K45 AW XARP_TIMER_PERIOD
ES (1),
2. RIS FNWT -
* WRRIURZS A xARP_ENTRY_RESOLVING ( IEFEMAMTH ), WA A It 4k . an R Hins H
BN SE, WIBROZRI; AW, FH k% ARP IERIT BB @
* UnSRFRIUIRAN xarp_ENTRY_ok (AR ), WA AR T4y o anSLmEnt, W &% ARP
1R K F TR 5158 B XARP_ENTRY_RESOLVING .,
3. FAL ARP iER . L iE xarp_make_request PRIEL, BT &% ARP K LIZREH #5 1P Hudik
KR A MAC Hidik

A& Wireshark STV 5605E ARP #EHF AL RILE R . Egitla, B, TERHLE
ping AFEFE, LUl &Z ARPIER . AR 582 5, B2 K6 — IR ARP iR . Wireshark
MR .

£ *VirtualBox Host-Only Network
MHE) FEE) @BV BREG) RO STA) SEHS) EBE(Y) ZEW) TED #EEH)
AODOAd@ I @BER R ¢e¢>2EF TE E &4 HE

N arp
No. Time Source Destination Protocol  Length Info
.401753 11:22:33:44:55:66 Broadcast 168.254 Tell 192.168.254.
.401762 11:22:33:44:55:66 Broadcast .168.254 Tell 192.168.254.
328.401862 PCSSystemtec_2a:b.. 11:22:33:44:55:66 ARP 42 192.168.254.3 is at ©8:00:27:2a:be:24
B 338.402659 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
338.402670 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
5 338.402800 PCSSystemtec_2a:b.. 11:22:33:44:55:66 ARP 42 192.168.254.3 is at ©8:00:27:2a:be:24
3 348.402069 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
348.402079 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
$5 348.402251 PCSSystemtec_2a:b.. 11:22:33:44:55:66 ARP 42 192.168.254.3 is at ©8:00:27:2a:be:24
358.401997 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
358.402008 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
358.402099 PCSSystemtec_2a:b.. 11:22:33:44:55:66 ARP 42 192.168.254.3 is at ©8:08:27:2a:be:24
5 368.401797 11:22:33:44:55:66 Broadcast ARP 42 Who has 192.168.254.3? Tell 192.168.254.2
11:22:33:44:55:66 Broadcast .168.254.3? Tell 192.168.254.2
o emtec 23:-h .55:33- = 2. <93 hat 24

q

» Frame 10: 42 bytes on wire (336 bits), 42 bytes captured (336 bits) on interface = 0000 Ff ff f ff ff

» Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: Broadcast (ff:ff:ff eg eo 4 0o ol

v Address Resolution Protocol (request) 00 @0 00 00 00
Hardware type: Ethernet (1)

Protocol size: 4
Nnrada: rannact (1)

]
® E wireshark VirtualBox Host-Only NetworkJ55172 pcapng

Figure 9: &7 [A] % A ARP HEI 1%
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17 Figure 9 T AMAY Time —31, M 3 FREF & HAY ARP iR AGHHEK RGN 10 b, X3
B, ARP iK% 10 #Peh &k —k, 76 F AR ik —17 8 Xt i ARP 048 I i 1] AE %%
ARP G REAE ),

#define XARP_CFG_ENTRY_OK_TMO (1) // ARP &I i B [4]
Z, ARP PMULAY LI TE R

4.3 SEIR IP Y

PIRMZ b, BRT ARP BML, 64 1P PR, 1P BRSUZMZEZ DML, A TeiEes (IR 3
PUEEEIH B ENL, 1P MM SRR 1P Bdad, A5 18 IP sk A0 H 9 1P dbik

5 Hi AT E i AR AR ARP B8 £ 145 BUE R T VEZE ML, 1P Bl fu 2% 7 Be (e vl LaE
A IELAREL, E B 5 () M0k S 28] REC SCRRARI, AR AP R . TR SEEE 1P ML

4.3.1 EX 1P ##EHR
TE xnet_tiny.h HiE S IP BARR I EEFA :

typedef struct _xip_hdr_t {

uint8 t hdr_len : 4; /] HEK, A A
uint8_t version : 4; /] hi

uint8 t tos; /] )

uintl6_t total_len; /] R

uintle_t id; /] TIAS

uintle_t flags_fragment; //

uint8_t ttl; //

uint8_t protocol; //

uintl6_t hdr_checksum; [/ EER KA

uint8_t src_ip[XNET_IPV4_ADDR_SIZE]; // ‘J IP

uint8 t dest ip[XNET_IPV4 ADDR SIZE]; // E/#r
} xip_hdr_t;

ZATAE SCT TP B & B, s

* hdr_len : IPSKARAICEE, DL 4 P 8,

* version : IP WRARS, #H N IPv4 ({HHM 4),

* tos : RSFIAL, HITHEE BRI .

* total_len : IP E{¥E4RIEKSE,

*ad: BRIRSRE, HITARIR TP HdEd.

flags_fragment : PR fIEHER, HTFIP A

* vl AEAEITE], TR IR AR R 2 b JCRRAE R
* protocol : I JZPMYZEARY, 40 ICMP, TCP 5% UDP,
hdr_checksum : 1P SKHRAUACER A, T ARIEE 2 S8R
* src_ip M dest_ip : Vi IP HuhtF1HFR IP Mokl

2 AL hk: RFC 791: Internet Protocol
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G EMRLL) F

4.3.2 LI IP W
IP i APREL xip_in TATTACHRERICEIAY 1P £dEd . 7F xnet_tiny.c HSCEIZPRAL.

void xip_in(xnet_packet_t * packet) {
xip_hdr_t* iphdr = (xip_hdr_t*)packet->data;
uint32_t total_size, header_size;
uintl6_t pre_checksum;
xipaddr_t src_ip;

/] i IP ARG EE A IPv4

if (iphdr->version != XNET_VERSION_IPV4) {
return;

¥

/] REXHKEREKEREHEE X

header_size = iphdr- >hdr_1en * 4;
total_size = swap_orderl6(iphdr->total_len);
if (

(header_size < sizeof(xip_hdr_t))

|| ((total_size < header_size)

|| (packet->size < total_size))

)

return;

[/ R SLE

pre_checksum = iphdr->hdr_checksum;

iphdr->hdr_checksum = 0;

if (pre_checksum != checksuml6((uint16_t*)iphdr, header_size, 0, 1)) {
return;

¥

// 2 E AR IP Mihk 2 & h A4 IP
if (!xipaddr_is_equal_ buf(&netif_ipaddr, iphdr->dest_ip)) {
return;

}

/] R ER K B A ] o 43
xipaddr_from_buf(&src_ip, 1phdr >src_ip);
switch(iphdr->protocol) {
case XNET_PROTOCOL_ICMP:
remove_header(packet, header_size);
xicmp_in(&src_ip, packet);
break;
default:

break;

PRECZ A . DRE LA, AT . A 1P AR SI2 75 1Pv4. SRJSIE TP %iKEI’JJLtf“
SRR A EOR . PR 1P KM MJE 7 1B R . KA FUAR 1P ik 2 A5 AL 1P,
JEARE FZMMERLD (A ICMP ), KB o & SRR I A AL 2R PR

4.3.3 LI IP Hi Y
IP %y Y BR% xip_out T A% IP B, 7E xnet_tiny.c 1, FRATISCER T pRdl.
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xnet_err_t xip out(xnet_protocol_t protocol, xipaddr_t* dest_ip, xnet_packet_t * packet)
{
static uint32_t ip_packet_id = @; // # &
xip_hdr_t * iphdr;

Ji T 4 pk P — 8 IP 41 ID

add_header(packet, sizeof(xip_hdr_t)); // #jm IP L
iphdr = (xip_hdr_t*)packet->data; // il IP : \;?'ﬂh
iphdr->version = XNET_VERSION_IPV4; // X 'E IP fii7A 5 J IPv4
iphdr->hdr_len = sizeof(xip_hdr_t) / 4; // ,’}ﬁ IP 3 \ 3
iphdr->tos = @; // WEMF KA

iphdr->total_len = swap_orderl6(packet->size); // 1% & 5 KJ%

iphdr->id = swap_orderl6(ip_| packet id); // KE?E
iphdr->flags_fragment = @; // & & 4705 it
iphdr->ttl = XNET_IP_DEFAULT_TTL; // 1% & A 77 i

iphdr->protocol = protocol; // & L2l 27

memcpy (iphdr->dest_ip, dest_ip->array, XNET_IPV4_ADDR_SIZE); // ¥ & H /45 IP Hiit
[/ WEIE IP ik

memcpy (iphdr->src_ip, netif 1paddr ar‘r‘ay, XNET_IPV4_ADDR_SIZE);
e; // # #n

1phdr >hdr_ checksum

/] WE IR BRI Fu
iphdr‘->hdr‘_checksum = checksum16((uint16_t *)iphdr, sizeof(xip_hdr_t), 0, 1);

ip_packet_id++; // ¥4l 1D

)

return ethernet_out(dest_lp, packet); // @IV AP L IP A

ZRE) E TR

Loashn 1P 3B EAE R b

2. BE P SN TE, AAERA S S . BKEE . A ID, AFRTE . R
A JR TP Huhb AT H AR 1P it

30 HEIFE TP L EBIRLER I,

4. EaE UK & % TP Bl

4.4 23 ICMP i

SZEL T ARP 1 IP MY ZJE, T SRSZH ICMP PR ICMP PRS2 M 2 HMY, FTF1E IP
2 H AL T B . ICMP B4R B 58 & 1 ICMP i SCR2AY | AR IR 56 AN 55
Bro SZEL ICMP ) % H i7E T 558 ping DIRE, EISZEE ICMP |9 ping Wi
4.4.1 X ICMP ##E#

ICMP ( Internet Control Message Protocol ) J& M %52 WML, HTFE IP M4 H L i #5 il1H 8
T xnet_tiny.h 1, FRATE L T ICMP Bl i 45 F 1A .

typedef struct _xicmp_hdr_t {

uint8_t type; /] KA
uint8_t code; /] R4
uint16_t checksum; // TICMP #f X #y’
uintl6_t id; /] TR
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uintlé_t seq; !/l 5
} xicmp_hdr_t;

RS YT 1OMP S AT

* type : ICMP JHEZEAS, FlANEIEIFER (8 ) FELEHELE (o ),
* code : ICMP HEAU, T HE—LHMH SR,

* checksum : ICMP R SCHYRIRA, TR SOE B

* id Ml seq : FRIRFFHITS, FHTUCECIER AN

AR, FRATEE LT ICMP 114 BRI 55

#define XICMP_CODE_ECHO REQUEST 8
#define XICMP_CODE_ECHO REPLY

4.4.2 LI ICMP B\

ICMP % A PREL xicmp_in 3R AL PR R 1Y ICMP B4R o 7F xnet_tiny.c 1, FRATSZH
T %S

void xicmp_in(xipaddr_t *src_ip, xnet_packet_t * packet) {
xicmp_hdr_t* icmphdr = (xicmp_hdr_t *)packet->data; // 7AHL ICMP k454
if (
(packet->size >= sizeof(xicmp_hdr_t))
&& (icmphdr->type == XICMP_CODE_ECHO_REQUEST)
)
{
reply_icmp_request(icmphdr, src_ip, packet); // %R ;E ECHO iF:K, %4 3% ECHO [E &
}
¥

PR E DI RE R
LKA 020 n ICMP B e 4,
2. B ICMP B R ] SR ( xzeMp_cope_EcHo _REQUEST ), NIJE/H reply icmp_request
PREICR 2% 0] S M [

4.4.3 LI ICMP-ping Mg iz

ICMP-ping M PREL reply_icmp_request 71574 Wi A& 1% ICMP [l IR N o 7£ xnet_tiny.c
Hr, FRATSEI TR

static xnet_err_t reply icmp_request( xicmp_hdr_t * icmp_hdr,
xipaddr_t* src_ip,
xnet_packet_t * packet)

xicmp_hdr_t * replay_hdr;
xnet_packet_t * tx = xnet_alloc_for_send(packet->size);

replay_hdr = (xicmp_hdr_t *)tx->data; // 7AHL ICMP L2454
replay_hdr->type = XICMP_CODE_ECHO_REPLY; // % % ICMP 27l )y ECHO [E] 2
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replay_hdr->code = @; // ZE {4 0
replay_hdr->id = icmp_hdr->id; // 2%l ID
replay_hdr->seq = icmp_hdr->seq; // %

replay_hdr->checksum = @; // ¥4 {binih
/1 EH B
memcpy (

((uint8_t *)replay_hdr)+ sizeof(xicmp_hdr_t),

((uint8_t *)icmp_hdr) + sizeof(xicmp_hdr_t),

packet->size - sizeof(xicmp_hdr_t)

)s

// TER K
replay_hdr->checksum = checksuml6((uintl6_t*)replay_hdr, tx->size, 0, 1);
return xip_out(XNET_PROTOCOL_ICMP, src_ip, tx); // %% ICMP [El 24

PR IR
L 3P — AN BRI T & 2% ICMP (1] S iR i
2. & E ICMP [ml @A R A 7B, AR G, 1D, A5 AR,
3. I E IR TCMP 38R 1B 43 31 i 137 v
4. IR E ICMP (7] 5 A I
5. @i 1P J2 &% ICMP (8] B IRKY

T I RREL, FATTH] PLSEENS ICMP-ping TR AUMRIN , M SCAFHEAS 19 o 2% 2208 1 Pt

TEFATIR . FR RS, R AR T
* T3 Wireshark U3 ;
* BITART
* TERERINL L ping ARFRSF, LUl & ICMP-ping 12K ;
* TEREIINL EAE ping 4558, BT ping il ;
* A Wireshark LR (WL TF 0 ),
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(s

M{HE) FEE WAV G BIRO) HrA) SiHE) mIEY) AEW TR EHH)

ADAG R EBRE FJeEFIE E ¢ 2 W

. icmp

NO. source Destination Frotocol Length Into
13 9.118303 192.168.254.3 192.168.254.2 74 Echo (ping) i , seq=21/5376, ttl=128 (no relpon
28 14.002564 192.168.254.3 192.168.254.2 ICMP 74 Echo (ping) , seq=22/5632, ttl=128 (replyliin
29 14.002586 192.168.254.2 192.168.254.3 74 Echo (ping) E , seq=22/5632, ttl=64 (requesl i
36 14.002593 192.168.254.2 192.168.254.3 74 Echo (ping) reply  id=ex@@@l, seq=22/5632,
31 15.018208 192.168.254.3 192.168.254.2 ICcMP 74 Echo (ping) request id=ex8@@1, seq=23/5888, tt1=128 (reply/in
32 15.018228 192.168.254.2 192.168.254.3 cMP 74 Echo (ping) reply  id=ex8e@1, seq=23/5888, ttl=64 (reques| in
33 15.018235 192.168.254.2 192.168.254.3 cMP 74 Echo (ping) reply  id=exeeel, seq=23/5888, ttl=64
36 16.033879 192.168.254.3 192.168.254.2 IcMp 74 Echo (ping) request id=exeeel, seq=24/6144, ttl=128 (replyliin
37 16.033899 192.168.254.2 192.168.254.3 ICMP 74 Echo (ping) reply  1d=ex@e@l, seq=24/6144, ttl=64 (reques| in
38 16.033905 192.168.254.2 192.168.254.3 ICMP 74 Echo (ping) reply  id=ex@eel, seq=24/6144,

3

Frame 29: 74 bytes on wire (592 bits), 74 bytes captured (592 bits) on interface \[ @068 @8 8@ 27 2a be 24 11 22 33 44 55 66 08 @0 45 @@

Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: PCSSystemtec_2a:be:24 00 3c 60 01 @0 @0 40 @1 fd 68 c@ a8 fe @2 co a8

Internet Protocol Version 4, Src: 192.168.254.2, Dst: 192.168.254.3 fe @3 @0 @0 55 45 @0 @1 60 16 61 62 63 64 65 66

Internet Control Message Protocol 67 68 69 6a 6b 6¢c 6d 6e 6f 7@ 71 72 73 74 75 76
77 61 62 63 64 65 66 67 68 69

® E FEthernet (eth), 14 byte(s) 45348: 446 - Displayed: 10 (2.29

IP: 192.168.254.3
MAC: ©8:00:27:2A:BE:24
State: OK

Learnedg@rac addr: T4 Ping 192. 168. 254.2 J R
©8:00:27: 2A:BE:24:C0: A8 5K ARN .

HKH 192. 168. 254. 2 -5 32 FfAl<1ms TTL=64
=80 Telflg=ons XHE 192.16 gIEE=E fflEl<1ms TTL=64

IP: 192.168.254.3 : > & . : . X >y
MAC: ©8:00:27:2A:BE:24 RH 192. 168. 254. = 32 Bf[E]<1ms TTL=64

State: RESOLVING

IP: 192.168.254.3
MAC: ©8:00:27:2A:BE:24
State: OK

e PS C: \[sels\tmt

Figure 10: ICMP-ping M i

M Figure 10 0] LI 3|, ICMP-ping Wil R & 3% i1 , )54t i b e B 2= 20 21 7 B HUMLE MAC
Hihk, iR E IEH

4.5 XF % ARP RN

RASTEE SUAR B GEART (U, Section 4.2.1 ), C4%IEF| T £ ARP EWWIHM ., 7EME
B HARSZI R, YR8 FHAG IR T4~ ARP FR AT R I A #RAE

1 Figure 8, Figure 10 FF AR P4 th b, 2047 2 43R0 (X Al — 4> ARP R A [FARZS ). 4
RFEEFAIN— G L, AT Ik oh B RIS 23R 00 (A RSER T Y BN N AT BR
L RIREAT 2 A EEAUNL, BT AR

5 LI ELE

50 NEEE

AYR S FH IS8 ARP UMM A SCEBURIT , i G R P 563 T TCP/IP PSR Y ARP #1313
Wy L NS ARP BIWIEA4L . JCIlH ARP AYA= 8. ARP A% ALLEE DL K2 ARP Ao EE AT
FOHTE RS . FEFERT S5, INSCEE T ARP WML IIRE, A5G ARP IR 50 W A+

27



AL M) KR

EGAENT . ARP ZAFRIVE IS LAk, 58 TS, SEBl T 24 ARP RIUAYE B
S TP JZ R A AL P

FESRT R, 563 Wireshark JIVELAH7 T ARPARSCHOZ5H, I SE TR L T ARP 4R
SCHIKURS ARG, B, ST ARP HOCHI R S HACRE, (14 ARP R0
514 . ARP RIIGLNIELL % ARP S MU BAT, ik AL, SIP0 T ARP AT
FALIfE, Bl T ARP SR PR LA,

FESERE ARP RS EAE 1, #2550 T IP PMSCRT ICMP PM3L, st e S 1P B di A
ICMP Bl i945Ae , SEBL T TP JZ A A%t DRE, JEREISEEL T ICMP (9 ping WA DIAE . 5E
B4 REH], ARP. IP F1 ICMP PR NRESFFE] T IEGRSE L, REAEAT R R I 28 5 2 1] 4

ST

5.2 IMFREIE

IS AL, FRIRZIBEAF T ARP PSUR) TAE R AR 408 15 T i EZAEH . ARP P
BAE TCP/IP MRS A S 2L R 3, S T0Ks IP Hbhbf#Afr o MAC Hbhik, 22814 2 (]
WAFFEAE . R TS0 ARP PMUAIAZOIIRE, FRABUIME T X ARP UM ERAR , 854
T KPR A ST

TESH R, BB E] T —LeBkfl, GIANITIEF AT ARP 3L, A4 B ARP ZiA7 3K
DA anar b B ARP i it S A% 2% o G 2 B BORE . 0T K LS SRR, iz 2 ik ok
T XS, FEAI S T ARP UMM ERE . X IEFINIRE], R 28RS SN E ALY
PEIEHER, AT E AN B PR R R R BE )

BEAh, @SB TP HICMP B, Feith—20 T i T 28R PR AR R 1P PRl 6 ok
PR, T ICMP BRSO ] T 2 HI 0 B o 1Ed SE3 ICMP B9 ping WA IIRE, FeFdR T
ICMP PRSCEIFEARSEINTT 12, JF PR 1 AR I 2% e P Db A 1

SR, AR LTS TCP/IP WhSUA T R AR, FH8ETF T IR gAERE T
RIS BTRE ST o IXLERIPRANEE RERS 3 A e 2 >0 A 2R (R I 265 S LA S A R 45 1 O T4
HAHREZ L
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At [—F3# 2 1(—) C++%iF TE4E—— K T VSCode #9 CMake. make 5 g++
¥ 3¢ % 5 5 A = %) [EB/OL](2024-12-31). https://blog.csdn.net/weixin_46248871/article/
details/137500744

Z=o B cmake 1 Al #E AL (B w4 A X — B4 T ) [EB/OL](2023-11-28). https://
blog.csdn.net/iuu77/article/details/129229361

JON POSTEL. INTERNET PROTOCOL[EB/OL](1981-09). https://www.rfc-editor.org/rfc/rfc
791

X 232 windows M %4r4>: ping. ipconfig. tracert. netstat. arp[EB/OL](2024-12-31).
https://www.cnblogs.com/liuyutan/p/13289747.html

HEeZ R B P c03.00 TP & 69 4 A&k #2(2)[EB/OL](2024-12-31). https://www.bilibili.com/
video/BV1KL4y1P7vG
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