>
»E
% 5%
% H
25
it

SR B k3% ACL BC &

S R = 2 2 202302723005
S T i TCHEFE i % 2023

% V|4 Mz TFE B J8 %% B RN
8 & & A 7K % i il TARI
S 306-707 S =] 2025.09.28

ERARHR K F R E I ZRERH



(RISLRIRE) EHE R

LI S N B IRHEN TS DA R EK
(D RH A4 Q21emx29.7cm) HEEER, HEET, L NEARMAYTT
JOEEESN 3em; TRE KRG : FE5 /N4 5, BORIK, TSR EECT
A Times New Roman, 713017, #1736 F; TUHIFEIASFHN 2.5cm, TR ET
T, B, RN S SRRMEECTEM | FFEESRHE, BEAYw T,

(2) MEIEERZ ATIZIIPARE, FRETNRIK, F—Fhrd v 5h 4 5,

HRBPINENN 4 55 NEFSHE—FH— 7 <=0 7, B2R
e (=) 70« (Z) 7. , BB=RAHCL, 20 , B
< (D 0« Q) 7L, ilg RS,

(3) IESCHE., REFHIXFTFSEIHN 5 5,

ii



(M2 T42) KPR E

Bx

L R B B 5
2 R I R B 5
2.1 ACL .o 5
2.1 ACL A 5
20,2 ACL B T 5
213 ACL B T R 5
204 ACL BIZEER ..o 6
215 ACL B0 K 6
2.1.6 ACL B4 7 B 6
2.1.7 ACL B T B AU L . 7
2.1.8 ACL B o 7

2.2 T K 9
2.2 T K3 A A R T 9
2.2, BT AR R 9
2.2, B B B 9
22 B R o 9
2.2.5 A R A A 10

3 R R 10
3 R I o 10
32 R I B 10
G R T B R T 10
A R B Al 10
4.2 BB A B A R 11
4.3 B B A R R S 11
431 BT E PC .. 11

A B B T K 12
44 B B KA O 12
442 B B B A R B 15

A BT B B 18
S R B 19
5 P 19
B2 T T A 19
52.1 AEG KEGZAMNBREN, 2ALFKRIMN A F| 4B @i ICMP HiX, 12

1% A ping MK B K IA A B B LA, FHFEAMFZARE? 19

522 2) HARADMZ, HEDMZ AT EL? 20

5.3 G B 21
B K 22



(M2 T42) KPR E

BR
Figure 1
Figure 2
Figure 3
Figure 4
Figure 5
Figure 6
Figure 7
Figure 8
Figure 9
Figure 10
Figure 11
Figure 12
Figure 13
Figure 14
Figure 15
Figure 16
Figure 17
Figure 18
Figure 19
Figure 20
Figure 21
Figure 22
Figure 23
Figure 24
Figure 25
Figure 26
Figure 27
Figure 28
Figure 29

ACL T T e 5
AN R E G O i 6
ACL B T B U L 7
FENAT FAE D ACL .o 8
TG KIEPAE T ACL ..o e 8
A5 ] ACL FRBI N BB P B9 00 e 8
B A Al B 11
B AE R B 11
BLE PCL A TP Mok 12
BLE PC2 A TP Ml 12
BLE PC3 AT IP HLAE L 12
BLEEIPCAITIP Hhh 12
BT B T K T B o 13
BLE B KIGa9 GEO/0/1 3 00 L 13
BB 5 KIEH GEO/0/2 T e 14
B E 5 KIEA9 GEO/O/3 35 T 14
B B 5 KA A O B 15
B E trust K 3s A TAERTIA) 220k 37 18] untrust K38 ..o 15
BLE trust B) untrust A998 A R 0K 16
B B R B L 16
BLE trust B dmz 8950 2 R 0 17
BLE untrust 2] dmz 0050 48 R 0 17
R R R T U 18
B B B I ] 18
B B B T A] 18
PN 2 R 19
T K R P R B A 19
......................................................................................... 19
......................................................................................... 19



(M2t TA2) EiRE

| ] =)

RSy B eI BCE ACL, SEIN P2 i 2 ARSI BRI PZ, SR s W28 i R E
Mo ETECERG K, SCEUN SMIZE R R, CREPPI R 28 S 32 MR Bk

2 LIGFIP
2.1 ACL
2.1.1 ACL #HiR

i mE 512 ACL (Access Control List) J&H — 25802 SANIH AR &, FTERIN, 2
FEHIR IR SRR A5 R HIRTIE ), XL 45 F AT DU SR, H AYsthik, 555, ACL
AR R — R SO ERY, R I IEAR AT, 1R & A T IX Se R A T4 SCPLhD, ] DAL
HRFERIIR S, FHRIER H ACL B9k SR AN B SR >R e i sl B LB i SO,

2.1.2 ACL BY{ER

ACL EN—DIEas, WAIEE M ACL SKFH LA AR VFRIE LB ARAFR L, Rz
HE, EImERsBERARNH, F5M%EE 52258,

40 Figure 1 FIR, NORIEM S5 8dim 2 42, NVAERS H iR a5 BN ACL mJ DARH = PRI A A
RHEBI T AL W55 AR S5 A5 1R], RIS FeiF S A B iR 55 AR5 d 0 1 O Lk Y
74, R LV ACL n] DAEHE M 465 25 5 RS, B L Internet EAEREREBA R,

|

|

| "L,

| HEBEE |\

| LA

| —— B \x‘: AT
— 1 nternet

. ] —(ptemey)

|

|

|

|

|

|

el '{}I’/ Router

D.jx e mimgae

Figure 1: ACL & A 71|

2.1.3 ACL BYThEE
&8 ACL, RJDASEZEADA RIIHE:

s RUEERALTE: DL TRRFBETRAEEZTE, DUMERLEEHEE, BRELlE
Fo AR ACL T AAE 2 A P 7 R 2 09IR 55 . W& 5IR %, Ak ol &7 19 691 2L,

o Fak W23 Internet JA & FIZR AW AR, A RIREZHZAEENT., 145 ACL 7T
A Z im0, Mk m AR a ML E,

s RERBTEAAE: RETEREEALFHEEF S, RFAZTEZLRS0EFT ML
F 090 ST BRI, AR A FARIE £, {£ B ACL % I B 4 7 694 4410 Al Ao 42 41,
MRF 2Ry M REMNmikE L 2L 50902,



(M2 TA2) RRHIME

2.1.4 ACL BY4E R

ACL By — NI e vreE BHIER e TR, EE 4G HEH ACL MU Z /i,
BT REIEAA R

« ACL #RiR: & Bl 4 F R H % AR k477 ACL.
» 1E AR FARIR ACL: Rl 89 £ A8 ACLAE Al R 698 F #7478 X TH X ACLS» T
i mAg, HHA I ACL £,
» 1% F B ARARIR ACL. T AE R F 5 R ARIR ACL, #AZ F3RE KR IP ot — 4%, @ oy
23Tt
o ML : BPREHR TR AFEG P BTIEG)
» AL %5 BT ARIR ACL FLN, BT A FLIN 34 35 BB AL 2 5 A B) K SR AT HEA o
- #4E: @46 permit/deny AP N1, KR & 3T I B AY R IE QI BE EF.
- EERR: ACL 2L THEFFHWEARM. LIs4L xR, P hi (ICMP, TCP.
UDP % ). R/B &3t AR A8 B 69552 5 (21, 23, 80 %),

2.1.5 ACL By 3

BEE ACL HoRIARE, HMKHOREFERE, MIEHEAENHMNFERS R, &HE/0 2
HPAURTLEE:

1. £ K ACL: A A ACL #LI 26,48 IP #ht, %489 CPU K44V, THT R 26
HE, BRERAG AT, TR K% 2KE,

2. B ACL: METAKACL, S ACLREEL S0 BN, TR E®ITEHme
&, #id AL E 4% ACL, ST VAL 4F 2 T AURE /M B8R R E B AR, R 9k,
I g B AE 8 (IP. ICMP. TCP. UDP) £ EANR G9RZ,

3. =& ACL: EAS6RIFME T, B4 2 L astiTi7 PRI, X E 2=
B ACL. 18 =2 ACL, *TVA#4E/R MAC ik, H &9 MAC 3ht, 802.1p L%, =
M AR E Z B2 AR ERHITE R,

4. P ACL: &) T J3RE T THEA RO LR AR —AMARBEAEE, &2 2
MN—ANR P, SRR P AT PR R IR, X RS &2 B P ACL. Al P ACL
2% ACL 89k ah 38 7 R P 2AGYBL BT, ST VAR I ) A P 4B A9 iR & 6 35

5. BF1E] ACL: £ X &4 edut R A, st e #7848, Xt F £ 04 ACL. Bt
M ACL /&= 4% ACL 89 K pl L3850 7 Bd 8] BLAG B H 50, *T AR AL R R B 1] L 89 i =

2.1.6 ACL B{ERSE

ACL W 23 AR 3R,

1. X B E ACLAN: A ACLIZBEARAMNGIE, EE2THMADRELSE DR E,
4= Figure 2 AT v : AR EIHGLHENEE (UBHBEAF) Eoyizs (L REA
Sh3F Internet A N, B, HoRAEHROANXEEDRBEGRE,

Inbound Outbound

= P
jl - (1) @ () Internet

Cutbound Inbound

O Q@ BEEzED

Figure 22 N0 Az 5 aifg



(M2t TA2) EiRE

L Ih3) Internet 5 Pl A3 M &0, B3R HBEC 202K E, HRIP Hik A I3
AR IP; MY AEREE 2RI, B3R RV ED 1WA REE, £
TR IP Hehk W) A P W 49 1P,

2. & A ACL AL : AN X ETRE, & 2% ACL & A £i% & 694 2 B s E % T4k,
H9 BT A 04 7 o Fe R ok AR R W X & 69 AR R 89, BT VA ACL 35 &) 7T VA B R HUT .

2.1.7 ACL BYITEZHLE
WEHEH ACL BYPCECALHILN Figure 3 AT7Ro

BAED

—=
rule

=% ACLEHE Z2permit permit | josigsnes
rule 2 FLEL? Tl EmED
& deny
SEFirule? o BRETRES

Figure 3: ACL #9 IZ BZ AL %)

ACL MU PEFCEE0E " — ELanrp R DU RIMLA]. 4 ACL ACPEEURAN, —BEdRESHE
%% ACL MUNIDEAE, mifs EDTAD, R iR I A DERCHY TR A N A ERE Ao sl TR IZ B8R B
IRBIRENAES ACLIBRAILEL, ABARHERIREEM ACL AR AR N —FK B R dE
HIPBIRIIRE, —MRIE ACL FFIRREEA —FKEHHELMERER, FrEEE ST
ARFNEARIERC R IB L T S E RS, IS AR R L m AR 1, TR E
PR HER,

2.1.8 ACL R 17 =

ACL FIN st A AR LA 5 T -

1. f& NAT P 4& ] ACL: il it NAT #935% 0 B 54 =T 45 13 91 B 37 2] 9 38 A 2% % 8 2] 4 3069
oA NI A E TR GG ER R P ar B A M 4%, X BT T L% B ACL AL 5 R AR
b par i R, FF4LIR A P T AT R R AR %



(M2 T42) KPR E

FIFRYIAE)
&= TR
Figure 4: /£ NAT ¥ 1% /] ACL

4= Figure 4 FT~, SR EIMNEZ T 5N ZAGEBEN, EXGAFRNE IR
¥ %3t NAT X &0, % & A F ACL AAZot/7idE, MBF T PC4 *F PC2 #4915, B
B A3 PC3 xf PC1 8937 9] o

2. Ely K¥EH 42 B ACL: By KIERAE NI M & %48, Bk sh3R B &3 N30 M 269 N
12, T AR RGP RGN RAIRFBAT 20T R GedE). i T ACL A £X
LU R AR ELE, £ KG P EE ACL AR Mk AW R RAH R4 560

PERE o

Wk i

FEFFRYIAIE
—&E— T RIFATIAIE
Figure 5: £ X3& ¥ 1% Al ACL

4= Figure 5 P77, £ K3& EBLE ACL R A4 2 24 PC A 77 9] 3R M 4 P 49
AP, FFEIE A AR AT,

3. #£ QoS ¥ 1% ] ACL &4 Al 7 1% : ACL & A 4£ QoS &9 F K& ¥, *T LAFE ILAR) M £
P Z 18] i E AR A PR, A i % R P Z I8 K & i R R A TR .

2500
192.168.1.0/24

iEEn ]
192.168.2.0/24

Figure 6: 1% 1 ACL MR %] 7~ B F £ A P 69 B i

4= Figure 6 P, /8] AW 453k Famh B 3RALR] T AR GG TP #hk, A T8 £ AN
SRV 00 A8 B 9] 3 R SI AL G R, T AR N30 £ 42 Router #4942 T A9 N 77 1)
R RYE T ACL 89 R ek, M mASIRI 8 g,



(M2t TA2) EiRE

2.2 BH NS
2.2.1 BAAIEE AR

B Kt 2 — M2 22 i g, AT ER PN I I8 BT, 2T TE A2 R
FeVFE P IR R BRI R, Bl B ML, H T RPN ER R 28 G 32 SNER b

2.2.2 BOTIEIRR

B77 K 3 B 8% T R] AT ARTE DA R = Ffgis > —:

1. Bl X B KIGZ T A3 M & Ao 30 M & 2 A B, =T Bl Bt A% &5 M 30 M 2 Sh3F
M 440 EMIE D FIBLE INE M6 IP dbt, A= E RKIRGIE o R #4748 &0,
ARIEIR LB IP Mk Rk B R B h &, &R A E R,

2. HFHEK: B O LIP Mht, £ R4 PR EE BRI —AFEEG K3, it LE 15 siE
A IPBLE, b5 KIEHAL— /NI —H TAHE, K3 R L&A sh3p W %L 4 T R
—NF . MR KIEL b RS IT B, LIRS ITHEMTRIE,

3. AKX R KERALEIFARGEXNED (FWiEC LA IP i), AL
IAEAEERARXAGIED (F64E 0 L IP sehk), N5 KI3E TAEE RS X T, XA T/
EREA LR FUE K Fodt A2 X694, BT A A THEAE X T REILKE 645
RS R H, REGIRIFET REBE

223 BeXig

X (BFRXIE) B— TS MEOWNES, XEBGERKEDIRESCINRY A, HEHE
W SAEAR R XISz BL RN, Kk 2 2 RigiE T, BAXIEERE:
1. Untrust: s8R, R4 Mk, 24872 5,
2. DMZ: 13 KX, Z4&%H%Z 50,
3. Trust: WA, AR, Z42%HZ 85,
4. Local: F¥iEv | BITHAER RPN, E2BHZ 100,

ZEGAHARER, ZEEAES, FNRZL2BHEATRAMAE,

2.2.4 BLHER

LRI R KEERIZOIIEE, AT IR XK ARG, BOAMER T, FraX

B RREIE(E, L RIRIICECS R shEELAE

1. RO ICEL A RacA B, BAAR, Kbk, B&xi, AP, R, 2R, &
] B

2. Rkt A, 2k,

3. AExA (T, RBNEA L FGIZERIT): RRE, XEHH, URL ik, LH
FgE, NERLE, BRATAER, dReLE,



(M2t TA2) EiRE

2.2.5 REERBRITIERTE

LR RIEH TAERAZU

L AP B B ARZEHATHRN, BN BASHENE, O RLXARXMK. BHRLAXR., &
/3 X, A6t/ 3X . AP, RSG5 CRimo., B&sao, MLEAR)., 2 Afbt
] B o

2. e R A M CRAESEMN) HAEE, NWABTRACHZARR, WwREPHF A%
PEARIEEL, M2 T — b Rk, LRI, o BATA 204 FRHA RN ITEL, N
B KIG A IAT Bl o KB aliE (BRINAZ L),

3. WwRABRAER—FRLER, b KIGAIITI LR LN E, mTAHERE L,
W KIGATAB A . mRAEAALHF, W KELFI L2 REREGI AT %4
BB e R A TRAREL, NWHLHITIH4OL&E; wREAF AL
BLE A, W AFrAEdd,

3 SLISIFIE
3.1 EEES

ARSLRGFAHEN USG6303E-AC [k b, JEILACE ACL SEILLL RARK:
1. Trust K& TAER 1] (A — 2] 8 £ 09:00-21:00) .77 7] untrust K& R £ 2 H
2. A trust X377 9] untrust Rk L LA =,
3. AHEZERBI7F DMZ X349 http. https. ftp IR% (£ AR %-42).

Bl E IR

1. 530X & IP #uit,

2. JFHE O A N,

3. LE B . RS £
4. L EwAR%,

3.2 IR E

K& L AR L& il &R &
% K3& 4 % USG6303E-AC 1

A B R M410
PC 3
Windows 10

HEMEE T,

4 TP RRER
4.1 F254RFH
FSI0 I B, SN

10



(R IA2) RIiRE

fnet V01

92.168.1.1

GE1m /

4.2 IR INERE
P E

4.3 EEEEFME

4.3.1 fic& PC
o BLE PC1 A IP #uhky 192.168.1.1/24, M %4 192.168.1.2;

w1

Cloud1

/ Ethernet 010N

l10.13.

GE 101

/1?2 13e8.80.1

!Emem el

/

Servert

dmz

oo

Figure 7:

ST |

Figure 8:

%34 4] B

HLAE H 2%

11

el

untrust

[ EMem J L]
PC3




(M2 T42) KPR E

() EFERE 1P #E4HO)
(@ EFETERY 1P HEh(S):

1P $Hk(D): ‘ 192 .168. 1 . 1 |
FREREU): ‘ 255.255.255. 0 |
ERARIE(D): ‘ 192 .168. 1 . 2 |

Figure 9: AL & PC1 &9 IP Ak
« BLE PC2 (Server) #9 IP #htH 172.130.80.1/24, M %4 172.130.80.2;

(O SFEEE 1P #EhHHO)
@ AT ER 1P Hslk(s):

1P H5HH(D): ‘ 172 .130. 80 . 1 ‘
FREER(L): ‘ 255 .255.255. 0 ‘
ERARIFE(D): ‘ 172 .130 . 80 . 2 ‘

Figure 10: AL & PC2 %y IP ik
« BLE PC3 09 IP Hht 10.13.1.1/24, W% 4 10.13.1.2;

() EREEE IP #5iHO)
(@ EA FERY 1P HBHHS):

1P HHE(): ‘10.13.1 i ‘
FREEU): ‘ 255 . 255 .255. 0 ‘
ERARZ(D): ‘10.13.1 B ‘

Figure 11: AL & PC3 &9 IP 3k
o BLEEIEPCAYIP Huhty 192.168.0.2/24, M %4 192.168.0.1,

O E5EHE 1P HEHO)
@ EETFER 1P HEHS):

1P HHE(1): ‘ 192 .168. 0 . 2 ‘
FREEWL): ‘ 255 . 255 . 255 . 0 ‘
EiAFZ(D): ‘ 192 .168. 0 . 1 ‘

Figure 12: B & & 3 PC 69 IP ik
XFERCE 2 )5, PCL. PC2. PC3 5@ T trust. dmz. untrust XI8; B PC F THlid MGMT
[mE=silyple N

4.4 BEo BB AIE
4.4.1 BERSAIEIEO
T <P £ - 1B BB KBS 42 1 TP #ik AN X S5 B R N

12



(M TAz) KRIHRE

»

>

»

>

»

>

>

>

»  HUAWEI
T USG6305E
Ogn BO3x
o 0w Cife T ek
o m2EE
EX VXLAN nEs e
[z DNS GE0/0/0 ~ NONE ~
= DHCPRES GEOIO/ — NONE —
5 B GEO/0/2 ~ NONE ~
£ IPSec GEO/O/3 ~ NONE —
93 802.1x GED/0/4 — NONE —
o L2TP GE0/0/5 — NONE -
& L2TP over IPSec GEOI/G ~ NONE —
@ GRE GE0/OIT ~NONE
i DSVPN MEthO/D/0(MGMT) trust
B ssLVPN Virtual-ifo
© SACG WANO/O/0
WAN0/0A
XGE0/0/0 ~ NONE
XGEO/0/1 ~NONE -
Hux

s
B public
B pupiic
Bl puoiic
Bl public
B pubiic
Bl puoiic
Bl public
Bk puviic
£ detaut
B} public
B puniic
B public
B public

B pusiic

IPishit

192.168.0.1

C Blgi| EOEH

f=—cd

2P (IPV4)
251P (IPv6)
Z5IP (IPV4)
2P (IPVG)
5P (IPv4)
251 (IPv6)
2P (IPyd)
1P (IPy6)
Z5IP (IPV4)
2P (IPVG)
5P (IPv4)
5P (IPv6)
2P (IPyd)
1P (IPv6)
Z5IP (IPV4)
2P (IPVB)
5P (IPv4)
P (IPV6)

Z51P (IPv4)
25IP (IPV6)
251P (IPv4)
251 (IPv)
2P (IPV4)
251P (IPy6)
5P (IPv4)
2P (IPVG)

REBUITS © 4oARAERT12014-2019 . RE—HEAL

Figure 13: BL & [ K34 0 77

VLAN/VXLAN

(-5
e
s
k)
i)
s
k)
i)
)
k)

bl
i)
-5
)

¥ || e e

. BLE 5 K3E69 GE0/0/1 3£ 2 TP ekt # 192.168.1.2/24, XIZ A trust;

GigabitEthernet

#OEH
Eall=
EHRA D
TR
#HA@

IPvd | IPV6
3 il
1Pt

Fipax

E#ONSREE @
EFONSREE®

SFiORm

BEOHR

GigabitEthernet0/0/1

public

trust

®

® #HP

192.168.1.2/24

DHCP

EFEam #0OH

PPPOE

—fi—%

B3
HiAAEE “1.1.1.1/255.255.255.0°7

1111247

Figure 14: B & % K 369 GE0/0/1 ¥ 2
o BLE 5 K3E49 GE0/0/2 =10 TP #eht % 172.130.80.2/24, X3Z A dmz;

13

admin

Qi T EREE

1Pvd IPv6

+ +
+ +
+ +
+ +
+ +
+ +
+ *
+ +
+ +
+

¥ +
+ *
+ +
¥ +

CLI iF#lE

BR

QEAN AR A A

[GRECRRCERG]

e
=
=
=
=
=
=
=
=
=
=
B
=
=
I3




(M2 T42) KPR E

{E1(GigabitEthernet

#AER
Ball=]
EiEGE @
TEREE
50

IPva | IPvE
juz: sl
1Py

Fihpdx
EiDNSHRSE @
ERDNSEREE @

SZHOER

BOFE

o BLE 5 K3E49 GE0/0/3 3£ 1 TP #ehk# 10.13.1.2/24, X IBB A untruste

{EpGigabitEthernet

#OE
Fl&
EHRRD
ZEES
#HR@

IPvd | IPvE
A
1Pt

FHielx
ERDNSHEREE @
EFDNSRSE @

SHORIR

BOERE

TABELER:

GigabitEthernet0/0/2

public

dmz

® wH

® #P

172.130.80.2/24

DHCP

EHE #Ow

FPPoE

—{T—FidF,
FiAAETEA ©1.1.1.1/255.255.255.0°
111124

Figure 15: B2 & 7 X 3569 GE0/0/2 # 2

GigabitEthernet/o/3

public

untrust

® HM

® #EP

10.13.1.2/24

DHCP

Eriaml #HOwt

PPPOE

—{T—Fi2R,
HiAMETEA ©1.1.1.1/255.255 255.0°
FEe11.1.1/24"

Figure 16: B & % K 369 GE0/0/3 ¥ 2

14



(P TA) £

2

=4

HUAWEL

O &N

D 07

0 meEs

B VXLAN
» mmDNS

[ DHCPEEE
> ok EE

& IPSec

9 802.1%

& L2TP
o L2TP over IPSec

o GRE

95 DSVPN

5 SSLVPN

» @ SACG

BONE
C#32 T
BOSE 2R

GEO/0/0 -~ NONE -
GEO/0/1 trust
GEQ/0/2 amz
GEO/0/3 untrust
GEO0/0/4 - NONE —
GE0/0/5
GEO/0/6
GEOOIT - NONE —
MEth0/0/0(MGMT) trust
Virtual if0 - NONE -
WANO/0/0 — NONE —
WANO/0A - NONE —
XGEO0/0/0 - NONE —
XGEO0/0/1 — NONE —

=14z

IPitaht

B pustic
El public 192 lema
Bope 7202
Bowc 002

B} public
B} public
B pustic
B public
& default B mas

B pustic

B public
Bk puslic
Bl pubiic
B public

CRIF | #OEH

R VLAN/VXLAN
EEIP (IFv4)
EE5IP (IPV6)
BEIP (Pvd)
B5IP (IPvH)
B3P (IP4)
EIP (IPv6)
EEIP (IPV4)
EIP (IPV6)
BHIP (Pvd)
BIP (IPvH)
B3P (IPv4)
EIP (IPv6)
EEIP (1PV4)
EIP (IPV6)
BIP (IPvd)
EE5IP (IFV6)
HEIP (IPv4)
B3P (IPv6)

EIP (IPvd)
B3P (IPv6)
EEEIP (IPV4)
EEEIP (IPV6)
1P (IPv4)
EE5IP (IPV6)
EIP (IPvd)
BHIP (IPv6)

-
o)
=)
=)
ot
et
=t
g
=)
5]

=t
)
k=)
i)

¥ | | RO RS

wE

admin

QFh TAEKEA

1Pvd IPVE i
+ + o =
+ + =
+ + &
+ + 5] £
v + 4
v + &
v + 5] |E4
v + =
+ + =) [
+ %
v + =
4 + = =
+ + =
v + 5] =

4.4.2 i ER SR

SRS © EHhAAERATI2014-2019 . FE L

Figure 17: BL & 5 K3&iE 0 /g

A RS2 R RSB B 2 R
o BLE trust X3R2F| untrust RI3Rka9 24 R &, & TAERFIA 280k 15 9] untrust X3

ISP G

10T HEAE BT R e SRR . B [ ER]

BHRR

FSERG

ARSHRE &

EhfFizd

A ST

=t
it
|
TRE

BEEERE
BRErzE:
FHANE @
Bt AE @
VLAN ID

HR®
#EAAR @
HiRigE@

BB @

EA

URL#2E
R iElER

hiE
RiERIEET @

a

Trust GeTE T {EBHiEMES | FiRialuntrustice

-~ NOMNE -
EEES AR
trust

untrust

192.168.1.0/255.255.255.0 X

any x
i VLAN ID

any *
any
any X
any X

any X

]
T

]
g

<1-4094=

G

&

HRIIFEENA, SR BSARBITNE . TRHE

5 EFEREMRREE -

any X
I8
i
ResetE Fi

23

®=

ResetfRi =

i1

i%]

ICMPARETIA

SRRSO AMALMC S IREEM Ok O F3 - R 20T O 3% 20T e L O+HA RN R - ca ooy kil A -

Figure 18: AL & trust X% & TAEBF 8] 28 0k 37 9] untrust X 3%

15

A

-

= ZHREHNER @




(M TAz) KRIHRE

o BLE trust X3%E] untrust B3Rty R%, A FFFREARRE:

S g %

BT BT BT R iR SR AR o B8 [REERET] = THENEM @

L =t b i
ik seitustEigAiSuntrustESHE R
AR — NONE — -
TR TEEFEH TS

FSENG  EEREE trust v | B
BEREZER untrust v | B
FihhE @ 192.168.1.0/255.255.255.0 X
Bt @ any X
VLAN ID %M VLAN 1D <1-4094>

FAPSEE FAPany 30 At any SR & any BB any. FFany, URLA 22 any B4 jElFF-any.

EERE EhiE ® frir =914

HEZS F2fEs NONE. ) f2FfH: NONE; UR LIz NONE. I #HiiE NONE. I35 NONE FIFR T /i NONE S h Fr 2 i
MONE fFHiEE N ONE, APTER:NONE; DNSiZiE-NONE;

E il RFREEENONELRFERS S BE A FSERE EHSEEENONE SEX s B,

W

(»

3
[

Figure 19: BL & trust £| untrust 494 & R %
« €1#Z &4 http. https. ftp IR 549 R %-41.:

k-
4

4] Q

A Blifk Bis a
i vzt Cogr T XRi
” ah e
URL4j 2 s
B iElk biff
bootpc
> bootps
Zh{E JB c
[=#"E NONE, 7 {ZFAH:NO! | chargen B
T PR N N S e daviime i -

Figure 20: &) 2R %41
o BRI EIR S A E trust KIRF] dmz KR e9 24 F 5k

16



(R%IA) FBIER

2

=T e

12T FEMAICE TR R R TR - 8 ORI

EHRE

FSEN G

BRSES @

iR
MEEE (T'

ERE

FSEM

ARSES @

EhiFE
MEEE 1)

E=
it
HlEeE
trE

FEzEE
Bz R
Tt ANE @
BAE A E @
VLAN 1D

BR@
#AAT@
FREE @

BE@

A

URL#32¢

B Bl

EhiE

— NOME -
BT AT

trust

dmz
192.168.1.0/255.255.255.0 X
any X

ERIMVLANID

any X

any X

any X

[Be X

any *

4|4
T O®

=1-4094>

[E2553)

ERAIREER . S8 FESANEINE - EEFE

B SRERELRE-.
any x
any

® Fuix

- ERFHEN@

=29 NONE j (S NONE; URLIZE NONEIT i NON E: I g5 NONE 5 F 1T A0FEH) NONE =48 2 IA:

BRI kD S e B O T2 LR - O e B LR -

E=to
fis
A
e

FEEEY
BfEREE
EHEAE @
St AnE @
VLAN ID

AR®@
BEAAR@
HigiRE @

BE®

A

URL432%

BiEER

ik

cl

~NONE -
| B TR

untrust

dmz
10.13.1.0¢255.255.256.0 X
any x

HE#iA VLAN ID

any x
any *
any X
IHe x

any x

X

-

-

Figure 21: BL & trust 2| dmz #9% 2 R %
o A& R AR S BB E untrust KR 2] dmz X IRAY %4 R 9%

[ofereati ] X

15T AFEAE L E T iR R R - B A SRHE

4| 4
T OE

=1-4004>

@

18]

HIIRERMA . S5hFESARBITE - IREHS

& 2FERE R
any x

any

@ fuix

+ ZRENENG®

RS NONE (2R NONEURLIZE NONE S #id f NONE [ Fid e NONE [ FTT X0 NONE S Sz B

MR Dt 2B R LI A FITTHAA0 RLAR E P R 2B & Lk 1

Figure 22: AL & untrust 2] dmz 494 2 R 5%

17

a

i



(M TAz) KRIHRE

®  HUAWEI AT
wuawer  USGB30SE
v B ZeHm HEERIIE
* REER O FEzeER OfA2XeRE Tk 08 o8 =ik G54 TaEssdadis BaR OFA M=y ERA S CREF B &hER ©EaHEia
- BRI Q EHAETINNE @ ENEIR g
REmEL =g EFRERIVEOES. [ES)
* ERRIAL - [ BE[VLANID | EReRE | BNReRE | EMnmE  Bob. (AR (BS  (EA (EER |af | WERe | semm
& A HAE 1 a Trust B TAERTAIEIE. any Etrust @ untrust 1921681022 . any any any any IeE =ik 3 e
> EE AR EREIE
2 b SrifFtustEEEuntrustE any Gtrust @ untrust 192.168.1.02.. any any any any any A 2 &
» o WEREE
VOB 3 c any Gtrust ®dmz 192.168.1.0/2... any any Bec any any FiF (=3
B gz 4 el any Buntrust  Bdmz 10.13.1.0/255... any any B any any FEF 0 e
» S hEEERN 5 default This is the default rule any any any any any any any any any b 126 ks
» G TR
B, ASPFEE
AR
« ’
EXT
CLI {25l

[T © hRAARATI2014-2019 , EE— AL

Figure 23: % & R % %

4.5 JiEECE
(E TR G- B - S o 2 T 5 A R e T

*  HUAWEI
woawe  USGB305E [
v s BRERZHE
« HpRE o
e EEAT FapmEadia hd
B + =1 ) ull =3} 4
* ETEMACEI AR E
= =5 2024112103 =2/
» IDSEEED FLRATE 2:11:17[%
+ CISEh
SRR
iy REEA ST

Figure 24: 14 & & & 4 4]
IRV AETAERTE] (22 ), 1£ PC1 _E ping untrust X8 PC3, ] DA ping &,
1B RGN TR AR ] -

. HUAWEI
wuswe,  USGB305E =
v mEE mE R A
 HWEE
« sNMe Lt SR =
- E=EmAGiH] e o S S L8 B
H5 2024/12/03 (=]
. FEIE 11:08:19 |5
. :;Z; RESS S aETER
« iEEEEE = -
- Wi El

Figure 25: 14 % & 4 1]
IR TAERSA] (10 f5), 7 PCI _E ping untrust XI5 PC3, J&iZ ping i,

18



(M2t TA2) EiRE

PHEZMIX ping FIEER,  trust XIS FLANCEA [F] B A AT BAS AT 510 untrust XI5

Bl EES: C\Windows\system32\cmd.exe - O 4

fir = 0, 5 = 1 (100% E2K,

=0, £ =4 (100% E£),

Figure 26: ping £ %

NHEGER K B IR SRS R R B, TR R MR IR EEE L, AT DB E] ping &
HEEY 4 IE SR KA

Trust Kis7E T {ERTIBIEEIE any Btrus & untrus 192.168.1.012 any any any any THEE =F 0 &k
Trust KIS T (ERTIEIZEIE any Gtrus Suntrus 192.168.1.0/2... any any any any TEH #E 4 Fh

Figure 27: 5 X3& & Foa K Tl
RITSR & B B TC IR,

5 LIS R4
5.1 B EE

ARSI ELT 408 USG6303E-AC Bk, JEEECE ACL SEHL T DU RFRK:
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i K (Request): £ AL A K% —/N ICMP Echo Request L% E AL B, = & (Reply): AL B L
)G, L/ME B —/ ICMP Echo Reply 3R L4 £ 4L A,

BAVERIRPEEGHN o A -> B REFIET H—F GFER) 898& . ping MA KR, R
TR REAR = (IR LAY T .

AT RIUARTRGRE, HHSRALRHF:

1. $RVRE R (RFER): BIIGEARGEETL., ¥ EHB S LR, MR A
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(7% ACL): 4o R KIER L KEG (R ICMP RSAEM AL K H), LREINFA—F
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2. ZMB AN K3E: M4&H K3E (W FW1) TRATTARE, B2 EMB ATHKE
X3 (4 Windows 7 K3& &K Linux 9 iptables) ZKIABLE H“# 1k A5k ICMP # K7
X 2 Windows 4 R %l ToA X BNk E, Mikbik: BFIHMB, BREK
Wl KIEIXE, HNSEAN ALK “ L HFedT P Lk F(F 235 K - ICMPv4-In)”,

3. B FA: BAAD AWKY: THB TN FE 4o fTHE ZR L E =45 A PT
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T Jm 18 4o T W5 348 €, 7% ) 2] 24U B,

4. NAT (3hb323%) Bl : R EMAEAR, B AESH, A A5 B FEHLE
A NAT R T b7 KIGag Wik, 4 BE AN, ©aELLA0 KGN MeA, §FE4
5 k3G £ NAT Bt & A=4i& & (display firewall session table), ik ICMP 49
NAT ##fn iR GHEF E T,
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« XE DMZ 894 S &L TaH A%, KPR,

BRI, 8 LEA —RIRSG B A LMBINF (ZIKF) 3789, Flde: 2 5] 'F K &) Web
IR %% Email i %% (SMTP) DNS JR 4 %

RERFSERTREELLIKR L, LE2ELENEEH T

1. Rera®E: KAREIE TR Z KGR 5 2% AEXAERN MW (Trust K)o 42 F Web JR
5REBELEGT, MEXAEAR, FAZERBALAKK, AEAFARGR T
W, M SRR S RIBES, BRI,

2. BRI AR (BD): i@ WX R 5 B ARAEDMZ K3k, ZMHEL T —HH =22 F %,
5 K3& 7T AT X =/~ X 3% (Trust, Untrust, DMZ) 5% 3645 4@ 6937 B 4= 4] : St M (Untrust)
->DMZ: AR AK. RIFRLME3%2 (G Web IR 549 80/443 552 ). N R (Trust) -
>DMZ: HRAKF. AHFNREER LS DMZ 49k % % (4= SSH, RDP). DMZ ->
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(1] %A 2% ACL? 4=474% F] ACL?[EB/OL]. ¥ E: 4 %, 2024. https://info.support.huawei.
com/info-finder/encyclopedia/zh/ACL.html.
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